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AAbboouutt ssttaattiioonn sseeccuurriittyy
Cyber security is serious business. Almost daily, news of a breach somewhere in the world comes to light.
These station security topics provide guidance and best practices designed to help you configure and main-
tain secure stations while taking advantage of the benefits that internet connectivity offers.

Security begins with the way you configure and monitor each station. It involves setting up secure communi-
cation, secure email, secure user credentials, and configuring components, categories, hierarchies, and roles
to grant users access only to the system objects they need to do their jobs. Ultimately, your system will only
be secure if you take full advantage of Niagara 4’s enterprise security features, and if you configure your net-
work effectively. Although the defaults are designed to be as secure as possible, your system will remain vul-
nerable if you rely solely on factory defaults. The aspects of station security that require configuration are
settings for secure communication, user authentication and authorization management.

• Secure communication provides:

– Server identity verification, which prevents man-in-the-middle and spoofing attacks. To set up the dig-
ital certificates that verify server identity. you use the CCeerrttiiffiiccaattee MMaannaaggeerr view.

– Data encryption (foxs/https/platformtls), which prevents eavesdropping during the actual transmis-
sion of data. You define the key size used to encrypt data transmission when you create each
certificate.

– Secure email communication. To configure email security, you use the EmailService.

• User authentication protects against malicious access by ensuring that only legitimate users (human or
station) can log in using Workbench or a web browser. You use the AuthenticationService to acti-
vate the authentication schemes the station needs, and the UserService to assign the authentication
scheme and login credentials to individual users (human or another station). You can add multiple
schemes, each of which may be used by a different user.

• Authorization management involves defining which component slots, files and histories are accessible,
which users may modify them, and what modifications users may make.Niagara uses role-based access
control, where users are assigned roles that are mapped to component permissions. You use the Cate-
goryService to set up component categories (groups of components), the RoleService to assign
permissions, and the UserService to assign roles to users.

RREESSTTRRIICCTTIIOONN:: Niagara 4.0 does not support the Tagged Categories feature, which is mentioned sev-
eral times in this guide. Tagged Categories may be available in a future release.

NNOOTTEE:: Platform security is documented elsewhere.

SSeeccuurriittyy pprreeccaauuttiioonnss

Whether you are protecting assets in a single building or in a large, multi-site application, station security is
critical. The practical implementation of a secure device network relies on basic common sense.

Do not connect any station directly to the Internet. If you need remote access, use a VPN (Virtual
Private Network) solution where your devices are protected behind a fire wall, but remotely ac-
cessible. Your VPN solution should incorporate RSA two-factor authentication.

Do not share accounts (log on using someone else’s credentials). Always log on as yourself.

Do not create a certificate (and key pair) on a local computer and download the certificate into
the UUsseerr KKeeyy SSttoorree of each remote controller. Each host requires its own unique certificate, pub-
lic and private keys, which should be generated by the controller and should reside only in the
controller or on a backup medium that is physically protected. Transmitting a certificate with its
private key exposes the key to the risk of capture during transmission.

Do not commission a remote controller over the internet. If it becomes necessary to replace a
controller, physically travel to the location, take the controller off the network, connect a cross-
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over cable, and import the backed-up stores. While the Key and Trust Stores are backed up with
the station, they are not part of a station copy.

Do not mix secure platforms with platforms that are not secure on the same network. All control-
lers and Supervisor stations must be secure.

Do not use self-signed certificates. In a CA-signed certificate, the Issued By property is not the
same as the Subject.

Do not use guest accounts. They are easy to hack.

Do not use default passwords or passwords that can be easily guessed by attackers, such as birth
dates, short words, and real words. Use different passwords for each entity. For example, use dif-
ferent usernames and passwords for your system password, platform credentials and station cre-
dentials. Implement strong passwords and change them frequently. Store and use passwords
securely, strictly controlling access to file systems.

Do not rely on an NTP (Network Time Protocol) server that you do not directly control. If your Ni-
agara network depends on an external NTP server for the time of day, and that server is compro-
mised or spoofed, your Niagara system may be harmed. For example, locks may be turned off,
the alarm system disabled, etc. If you use an NTP server, it must be an internal server that is physi-
cally controlled by your trusted organization.

Be warned. If your Niagara system is dependent on an external weather service, and if that
weather service is compromised or spoofed, any logic in your system that uses the temperature
for heating or cooling, or any other purpose may be harmed.

SSeeccuurriittyy bbeesstt pprraaccttiicceess

In today’s world, ensuring the security of your device network is extremely important. While managing digi-
tal certificates and passwords may seem like an excessive burden, the cost of the alternative is so substantial
that you must assign resources and take the time to implement the best practices covered by this topic.

Always upgrade your platform and station to the latest software version. Install all patches and
software updates. To verify that your systems are current, visit the Niagara Framework Security
Center (https://community.niagara-central.com/ord?portal:/dev/wiki/Security_Center#).

Physical security is crucial. Secure all computer equipment in a locked room. Make sure that each
station is only accessible by authorized users.

Physically protect wiring to prevent an unauthorized person from plugging in to your network.

Use digital certificates to secure data transmission over wires or wireless connections. If you must
connect a host station directly to the public Internet, make sure you are using CA-signed
certificates.

If your company is acting as its own CA (Certificate Authority), your signed CA root certificate
must be separately installed in each station’s UUsseerr TTrruusstt SSttoorree and each browser.

Physically protect the medium (usually a USB flash drive) you use to store exported certificates
and keys.
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Install browsers using only a trusted installation program. The program you use installs third-
party certificates from CAs, such as VeriSign and Thawte. These must be trustworthy certificates.

For high-traffic stations (especially stations that provide public access to a controller network),
secure Niagarad with a separate certificate from that used for your FoxService and
WebService.

Back up each station regularly. Embedded systems, such as JACE controllers write audit informa-
tion to a rolling buffer. To avoid losing a station’s audit trail, regularly export audit histories to a
Supervisor station.

DDooccuummeenntt cchhaannggee lloogg

This log provides the date this document was released and listings of any document updates.

• Initial release document: August 18, 2015
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CChhaapptteerr 11 SSeeccuurree ccoommmmuunniiccaattiioonn ((TTLLSS))

Topics covered in this chapter
♦ Client/server relationships
♦ Certificate set up
♦ Configuring secure platform communication
♦ Configuring secure station communication
♦ Securing email
♦ Certificate renewal
♦ Deleting a certificate
♦ Secure communication troubleshooting

A Public Key Infrastructure (PKI) supports the distribution and identification of public encryption keys used
to protect the exchange of data over networks, such as the Internet. PKI verifies the identity of the other
party and encodes the actual data transmission. Identity verification provides non-repudiated assurance of
the identity of the server. Encryption provides confidentiality during network transmission.

To provide secure networks using PKI, Niagara 4 supports the TLS (Transport Layer Security) protocol, ver-
sions 1.0, 1.1 and 1.2. TLS replaces its predecessor, SSL (Secure Sockets Layer).

Each Niagara installation automatically creates a default certificate, which allows the connection to be en-
crypted immediately. However, these certificates generate warnings in the browser and Workbench and are
generally not suitable for end users. Creating and signing custom digital certificates allows a seamless use of
TLS in the browser, and provides both encryption as well as server authentication.

NNOOTTEE:: Verifying the server and encrypting the transmission does not secure data stored on a storage de-
vice. You still need to restrict physical access to the computers that manage your building model, set up user
authentication with strong passwords, and secure components by controlling permissions.

Niagara 4.0 supports and uses secure communication by default. You do not need to purchase an additional
license.

Security is an ongoing concern. While you will find much valuable information in the secure communication
topics, expect future updates and changes.

CClliieenntt//sseerrvveerr rreellaattiioonnsshhiippss

Client/server relationships identify the connections that require protection. Niagara 4.0 client/server rela-
tionships vary depending on how you configure and use a system. Workbench is always a client. A platform
is always a server. A station may be a client and a server.

With the exception of Workbench, Niagara entities may function as clients or servers in a NiagaraNetwork.
Workbench only functions as a client.
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FFiigguurree 11 Communication relationships

The system protocols that manage communications between these entities are:

• Platform connections fromWorkbench (client) to controller or Supervisor PC platform daemon (server)
use Niagarad. A secure platform connection is sometimes referred to as platformtls. You enable plat-
formtls using the Platform Administration view.

• Local station connections (Supervisor and platform) use Foxs. You enable these connections in a station’s
FoxService (CCoonnffiigg→→SSeerrvviicceess→→FFooxxSSeerrvviiccee.

• Browser connections use Https, as well as Foxs if you are using the Java Applet profile. You enable these
connections using the station’s WebService (CCoonnffiigg→→SSeerrvviicceess→→WWeebbSSeerrvviiccee).

• Client connections to the station’s email server, if applicable. You enable secure email using the station’s
EmailService (CCoonnffiigg→→SSeerrvviicceess→→EEmmaaiillSSeerrvviiccee).

These relationships determine an entity’s certificate requirements. For example, a station requires a signed
server certificate, which it uses when it functions as a server, and a copy of the root CA certificate, which it
uses when it functions as a client. Setting up digital certificates for identity verification involves creating sep-
arate certificates to verify the identity of each server. Each server’s unique certificate, signed by a CA (Certif-
icate Authority), resides in its UUsseerr KKeeyy SSttoorree. Each client requires the root CA certificate used to sign each
server certificate. The root CA certificate resides in the platform/station SSyysstteemm or UUsseerr TTrruusstt SSttoorree.

CCeerrttiiffiiccaatteess

Identity verification uses certificates to verify the identity of a server so that communication is trusted. Cer-
tificates serve a variety of purposes depending on how you configure the certificate’s Key Usage property.

Niagara supports these types of certificates:

• A CA (Certificate Authority) certificate is a self-signed certificate that belongs to a CA. This could be a
third party or a company serving as its own CA.

• A root CA certificate is a self-signed CA certificate whose private key is used to sign intermediate and
server certificates in a trusted certificate tree. With its private key, a root CA certificate may be exported,
stored on a USB drive in a vault, and brought out only when certificates need to be signed. A root CA cer-
tificate’s private key requires the creation of a password on export and the provision of the same pass-
word when you use it to sign other certificates.

A variety of certificate-signing software tools are available. You are not required to use Niagara Work-
bench to sign your server certificates. When signing server certificates using Workbench, your root CA
certificate should reside in the Workbench UUsseerr KKeeyy SSttoorree on a physically secure computer.
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When exported with only its public key, the root CA certificate may be freely distributed. You import it in-
to a client’s UUsseerr TTrruusstt SSttoorree. When the Subject of the root CA certificate in a UUsseerr TTrruusstt SSttoorree is the
same as the Issuer of a server certificate, the keys match, and all other requirements are met, a client
can trust that the server is authentic.

• An intermediate certificate is a CA certificate signed by a root CA certificate that is used to sign server
certificates or other intermediate CA certificates. Using intermediate certificates isolates a group of serv-
er certificates.

• A server certificate represents the server-side of a secure connection. A unique server certificate resides
with its public and private keys in the UUsseerr KKeeyy SSttoorree of each server (platform or Supervisor). When a cli-
ent initiates a connection, the server sends this signed certificate to the client. If a root CA certificate in
either the client’s SSyysstteemm or UUsseerr TTrruusstt SSttoorree is able to validate the signature of the server certificate,
secure communication begins.

The UUsseerr and SSyysstteemm TTrruusstt SSttoorreess are associated with the client side of the relationship. If no third-party
root CA certificate can be found in the client’s SSyysstteemm TTrruusstt SSttoorree, each entity that functions as a client re-
quires a root CA certificate in its UUsseerr TTrruusstt SSttoorree.

The UUsseerr KKeeyy SSttoorree is associated with the server side. To function as a server, each entity (platform/station)
requires its own unique server certificate that has been signed by the private key of the root CA certificate.
If no such certificate exists in the client’s trust stores, a user may choose to approve the certificate. This cre-
ates an exemption in the AAlllloowweedd HHoossttss list. While communication is secure, it is better to use signed server
certificates.

You may set up a separate certificate for each protocol.

NNOOTTEE:: While you may configure a platform and station (as server) with separate server certificates, for sim-
plicity they usually use the same server certificate.

SSeellff--ssiiggnneedd cceerrttiiffiiccaatteess

A self-signed certificate is one that is signed by default using its own private key rather than by the private
key of a root CA (Certificate Authority) certificate.

Two types of self-signed certificates are used in a NiagaraNetwork:

• A root CA certificate is implicitly trusted because there is no higher authority than the CA (Certificate Au-
thority) that owns this certificate. For this reason, CAs, whose business it is to endorse other people's cer-
tificates, closely guard their root CA certificate(s) and private keys. Likewise, if your company is serving
as its own CA, you should closely guard the root CA certificate you use to sign intermediate and server
certificates.

• A default, self-signed certificate: The first time you start an instance of Workbench, a platform or station
after installation (commissioning), the system creates a default, self-signed Niagara 4 server certificate
with the alias of tridium.
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FFiigguurree 22 Example of a self-signed certificate

Since the CN (Common Name) of the Issuer DN (Distinguished Name) and Subject DN are the same (Ni-
agara4), the certificate is self-signed using its own 2048–bit, private key. The purpose of a self-signed certif-
icate is to allow secure access to the platform and station before a trusted certificate tree with signed server
certificates is established. Since a client cannot validate this type of certificate, it is not recommended for ro-
bust security if used as a server certificate.

When presented with a self-signed certificate, always confirm that it is the expected certificate before you
manually approve its use. Once approved, you do not have to approve the certificate each time you make a
connection to the server.

NNOOTTEE:: Do not export this certificate and import it into any store of another platform or station. Although
possible, doing so decreases security and increases vulnerability.

To minimize the risk of a man-in-the-middle attack when using self-signed certificates, all your platforms
should be contained in a secure private network, off line, and without public access from the Internet.

CCAAUUTTIIOONN::

If you intend to use self-signed certificates, before you access the platform or station fromWorkbench for
the first time, make sure that your PC and the platform are not on any corporate network or the Internet.
Once disconnected, connect the PC directly to the platform, open the platform fromWorkbench, and ap-
prove its self-signed certificate. Only then should you reconnect the platform to a corporate network.

KKeeyyss

A pair of asymmetric keys (one public and the other private) makes server verification and encryption possi-
ble. The term "asymmetric" means that the two keys are different, but related. The system can use the pri-
vate key to read messages encrypted with the public key and vice versa.

The signing of certificates with the private key is required to verify authenticity. Both keys are required to en-
crypt information. In advance, key generation software running on a JACE controller or station generates
this pair of asymmetric keys.

• A public key is a string of bytes included in the certificate. This key resides in the server's SSyysstteemm or
UUsseerr TTrruusstt SSttoorree and is used to identify the authenticity of the connecting client certificate.
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• A private key is also a string of bytes that resides on the server. The root CA certificate's private key
must be physically protected for a certificate tree to remain secure. A private key must not be sent via
email, and, if necessary, should be physically transported (on a flash drive or other medium that is not
connected to the internet).

AAbboouutt sseettttiinngg uupp iiddeennttiittyy vveerriiffiiccaattiioonn

A certificate is an electronic document that uses a digital signature to bind a public key with a person or or-
ganization. Identity verification uses multiple certificates in a trusted certificate tree Setting up identity veri-
fication may involve a third-party CA (Certificate Authority) or you may decide to serve as your own CA.

FFiigguurree 33 Certificate tree

In the illustration above:

1. Below the ground is the root CA certificate.

2. The major branches represent intermediate certificates.

3. The leaves are the server certificates.

How many certificates you need depends on your configuration. At a minimum you need a unique server cer-
tificate for each server (controller) and a single root CA certificate to sign your server certificates. If your
company is large, you may decide to create an intermediate certificate for each geographical division or lo-
cation. An individual server may have multiple certificates: one each to secure Fox, Http and Niagarad (plat-
formtls) connections. Although each platform and station usually share the same certificate, you may create
separate certificates for each platform and station.

If your network is large and getting thousands of certificates signed would be difficult, you may sign a wild-
card certificate. Instead of identifying a specific IP or domain (for example, server1.domain.com), a wildcard
certificate uses *.domain.com.

This topic summarizes the process of securing a single server:

1. You create a server certificate that contains a pair of asymmetric keys (public and private) and company
metadata (information, including name, address, etc.). At this stage the server certificate is self-signed us-
ing its own private key. You can tell that a certificate is self-signed if the certificate Issuer and Subject
are the same.

2. You generate a CSR (Certificate Signing Request) from the server certificate using the CCeerrttiiffiiccaattee MMaann--
aaggeemmeenntt CCeerrtt RReeqquueesstt button and save the .csr file.

August 18, 2015 15



Chapter 1 Secure communication (TLS) Station Security Guide

NNOOTTEE:: Once the CSR has been created, do not delete the original certificate from the secure computer
on which it is stored. Later in the process you will receive a signed certificate and import it back into the
UUsseerr KKeeyy SSttoorree where its public key must match the private key of the original certificate. Creating a
new certificate with the same name does not generate the same key pair and results in errors when you
try to import the signed certificate. If it is absolutely necessary (for example, if the computer on which
the certificate is stored is vulnerable), you may export the original certificate with its private key and im-
port it into the UUsseerr KKeeyy SSttoorree when you receive the signed certificate. But, ideally, you should leave the
original certificate in the UUsseerr KKeeyy SSttoorree of the original secure host.

3. You send the CSR to a CA (Certificate Authority) with a request to verify company identity. (This transac-
tion usually includes money.)

The CA owns a pair of keys and a trusted root CA certificate. This certificate is self-signed and serves as
the primary root of the certificate tree. The CA stores this certificate usually in a vault on a computer that
is not connected to the Internet.

4. After approving your company’s information, the CA extracts the public key and metadata from the CSR
to create a new certificate with the CA name as the Issuer. You can tell that a certificate has been
signed by a CA because the Issuer and Subject are different.

5. The CA then uses the private key of its root CA certificate to sign this new certificate.

6. The CA securely returns the signed certificate to you.

For example, the CA may compress both the new server certificate and a copy of the root CA certificate
containing only the public key with password protection, put both on a website, email the links to you,
and phone you with the password for the compressed, password-protected files. The public key does not
have to be protected and can be emailed.

You import the signed server certificate into the UUsseerr KKeeyy SSttoorree on the server (controller). The imported
certificate must match the certificate that created the CSR in the first place.

7. You may delete the self-signed certificate (that temporarily provided security until the signed server cer-
tificate was ready) from the UUsseerr KKeeyy SSttoorree.

HHooww cceerrttiiffiiccaatteess vveerriiffyy iiddeennttiittyy

Once you set up a certificate tree, identity verification takes place during the client/server handshake, be-
fore transmission begins and before the system authenticates each user by prompting for credentials (user
name and password).

This is how digital certificates verify identity:

1. When a client connects to a server, the server sends its server certificate to the client.

2. The client station validates the server certificate’s signature using the certificates in its SSyysstteemm and UUsseerr
TTrruusstt SSttoorree. A client browser does the same. Each browser has a trust store of root CA certificates.

3. If the signature is valid, a trusted connection between server and client is established and encrypted com-
munication begins. If the signature is not valid, the station or browser notifies the client and communica-
tion does not begin.

4. You may choose to approve a rejected certificate if you know that, although unsigned, it can be trusted.

NNOOTTEE:: Always verify the issuer name on any certificate presented by the system as untrusted. Do not ap-
prove a certificate from an entity that you do not recognize.

EEnnccrryyppttiioonn

Encryption is the process of encoding data transmission so that it cannot be read by untrusted third parties.
TLS uses encryption to transmit data between the client and server. While it is possible to make an unen-
crypted connection using only the fox or http protocols, you are strongly encouraged not to pursue this
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option. Without encryption, your communications are potentially subject to an attack. Always accept the de-
fault Foxs or Https connections.

The following summarizes how encryption works:

1. At the start of a TLS session, the system encrypts the server/client handshake using the client and server
certificates’ key pairs.

2. During the handshake the system verifies server identity and negotiates encryption keys.

3. Once communication is established, identity verification is no longer needed, and encrypted data trans-
mission begins using the negotiated keys.

Key size is directly related to encryption security. The larger (more complex) the key, the more secure the da-
ta transmission. Large keys do not slow encryption, but they do take longer to initially generate.

NNaammiinngg ccoonnvveennttiioonn

The UUsseerr KKeeyy SSttoorree, UUsseerr TTrruusstt SSttoorree, and SSyysstteemm TTrruusstt SSttoorree form the heart of the configuration. Certifi-
cates look a lot alike, and the various default self-signed certificates are named identically. While developing
a naming convention is not a requirement (the system will function just fine if the certificates are called
“cert1,” “cert2,” etc.), a consistent naming scheme can make the process much easier to follow.

Consider using the Alias of each certificate to identify the certificate’s purpose. Certificate aliases might
include:

• The words "root," "intermediate," “server,” “client”

• The geographic location

• The store in which the certificate resides (UUsseerr KKeeyy SSttoorree, UUsseerr TTrruusstt SSttoorree)

• The host name of the server

• The IP address of the server

CCeerrttiiffiiccaattee sseett uupp

Configuring server ID verification using digital certificates involves accessing the appropriate stores; creat-
ing, and signing certificates; exporting certificates for backup purposes; importing certificates into UUsseerr KKeeyy
SSttoorreess; and importing the root CA certificate into the client’s UUsseerr TTrruusstt SSttoorree.

As a best practice, you should use the target platform or station to create the initial server certificate and
CSR (Certificate Signing Request). Then use the WorkbenchUUsseerr KKeeyy SSttoorree to sign all server certificates at
one time, exporting them and importing each into the appropriate platform/station UUsseerr KKeeyy SSttoorree. This is
most easily accomplished if you have all controllers together in your office before taking them out to the
field.

CCAAUUTTIIOONN::

To ensure security, always configure certificates usingWorkbench on a computer that is disconnected from
the Internet and your company network. Use this computer in a secure physical location.

You may use a third-party CA (Certificate Authority), such as VeriSign or Thawte to sign your server certifi-
cates, or you may serve as your own CA.

WWoorrkkbbeenncchh cchheecckklliisstt

This checklist assumes that you are serving as you own CA (Certificate Authority). It summarizes the steps
for setting up digital certificates using the Workbench UUsseerr KKeeyy SSttoorree of your laptop computer.

If you are experienced managing digital certificates using the Niagara Framework, this checklist may be all
you need to set up communication security for Niagara 4. If you are new to digital certificates, take a few mi-
nutes to browse through the topics.
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FFiigguurree 44 Certificate locations

Use the illustration above to visualize the certificates you need and where to access them in the system. Use
the check list to make sure you perform all necessary configuration tasks.

Computer and device network disconnected from the company LAN and global Internet. To learn
more about the importance of physical security, see About station security, page 7 and Security pre-
cautions, page 7.

Required certificates identified: one root CA certificate, two or more intermediate certificates (op-
tional) and one server certificate per controller. To learn more about the various certificates, see Certif-
icates, page 12, About setting up identity verification, page 15, How certificates verify identity, page
16, and Certificate set up, page 17.

Logical certificate naming convention established (a naming convention is not required, but it will
help you keep track of your certificates). For more information see, Naming convention, page 17.

CSR folder structure under the cceerrttMMaannaaggeemmeenntt folder in the niagara_user_home created. To learn
more, see Creating a CSR folder structure, page 24.

Root CA certificate and any intermediate certificates created. For information about which certifi-
cates you need, see Certificates, page 12

CSR for each intermediate certificate created. For more information, see Creating a CSR, page 27.

Any intermediate certificates signed using the root CA certificate. For how to sign certificates, see
Signing a certificate, page 28.

Any signed intermediate certificates imported back into the Workbench User Key Store. For how to
import certificates, see Importing the signed certificate back into the User Key Store, page 28.

Backup of the root CA certificate and the signed intermediate certificates created. For how to create
a backup, see Exporting a certificate, page 29.

Root CA certificate with only its public key exported in preparation to import it into the platform/sta-
tion Trust Stores. For more information, see Exporting a certificate, page 29

SSuuppeerrvviissoorr cchheecckklliisstt

Use this checklist to verify that you completed all required tasks to set up a new Supervisor platform and
station.

NiagaraNetwork enabled. For specific steps, see Enabling the NiagaraNetwork, page 21.
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Controller(s) set up as Supervisor client(s). For specific steps, see Confirming client/server relation-
ships, page 22.

Server certificate for the Supervisor platform/station created. For more information, see Creating a
certificate, page 25.

CSR for the server certificate generated. For the specific procedure, see Creating a CSR, page 27.

Server certificate CSR signed using the root CA or intermediate certificate’s private key. For the spe-
cific procedure, see Signing a certificate, page 28.

Signed server certificate imported back into the Supervisor platform/station’s UUsseerr KKeeyy SSttoorree. For
more information, see Importing the signed certificate back into the User Key Store, page 28.

The existence of the third-party’s root CA certificate in the Supervisor’s Workbench SSyysstteemm TTrruusstt
SSttoorree confirmed or root CA certificate imported into the Supervisor’s Workbench UUsseerr TTrruusstt SSttoorree.
For more information, see Importing a certificate into a User Trust Store, page 29.

Certificate .pem file deleted. For the specific procedure, see

Confirmed platform (Niagarad) enabled. For the specific procedure, see Configuring secure platform
communication, page 31.

Secure FoxService confirmed (the default) and Foxs Cert selected. For the specific procedure,
see Configuring secure station communication, page 32

Secure WebService confirmed (the default) and Https Cert selected. For the specific procedure,
see Configuring secure station communication, page 32

PPllaattffoorrmm aanndd ssttaattiioonn cchheecckklliisstt

Use this checklist to verify that you completed all required tasks to set up a new platform and station.

NiagaraNetwork enabled. See Enabling the NiagaraNetwork, page 21.

Supervisor set up as controller client. For more information, see Confirming client/server relation-
ships, page 22.

Server certificate for each platform/station created in the User Key Store. If needed, separate server
certificates for each communication protocol: foxs, https, and platformtls created. For how to create a
certificate, see Creating a certificate, page 25.

CSR generated for each server certificate in the platform/station UUsseerr KKeeyy SSttoorree. For the specific
procedure, see Creating a CSR, page 27.

CSR(s) signed by root CA or intermediate certificate’s private key. For the specific procedure, see
Signing a certificate, page 28.

Signed server certificate(s) imported back into the platform/station UUsseerr KKeeyy SSttoorree(s). For more in-
formation, see Importing the signed certificate back into the User Key Store, page 28

Intermediate signed certificate(s) .pem files deleted. For the specific procedure, see

Signed server certificate imported into each platform/station’s UUsseerr KKeeyy SSttoorree. For more informa-
tion, see Importing a certificate into a User Trust Store, page 29

If using a third-party CA, the existence of the third-party’s root CA certificate in the platform/station’s
SSyysstteemm TTrruusstt SSttoorree ccoonnffiirrmmeedd.

If serving as the CA, company’s root CA certificate imported into the platform/station’s UUsseerr TTrruusstt
SSttoorree.

Root CA certificate (.pem file) imported into each client’s UUsseerr TTrruusstt SSttoorree. You may distribute this
public certificate via email.

Confirmed platform (Niagarad) enabled and correct certificate assigned. For the specific procedure,
see Configuring secure platform communication, page 31.
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Secure FoxService confirmed (the default) and Foxs Cert selected. For the specific procedure,
see Configuring secure station communication, page 32

Secure WebService confirmed (the default) and Https Cert selected. For the specific procedure,
see Configuring secure station communication, page 32

OOppeenniinngg aa sseeccuurree ppllaattffoorrmm ccoonnnneeccttiioonn ((nniiaaggaarraadd))

Even before you configure digital certificates to provide server identity verification, every connection you
make from a client to a server can be secure because you can manually verify the authenticity of the server.

Step 1 Right-click MMyy HHoosstt (for supervisor) or an IP address (for a controller) and click OOppeenn PPllaattffoorrmm.

The CCoonnnneecctt window opens with Platform TLS Connection already selected.

This window identifies the entity to which you are connecting: your local computer, a supervisor
platform, or a controller with an IP address.

Step 2 If needed, enter the host IP and click OOKK.

If you are accessing the platform for the first time, the system displays an identity verification
warning.

This message is expected for these reasons:

• The Subject or CN (Common Name) of the default tridium certificate (Niagara4) does not
match the host name, which is usually the host IP address or domain name.

• The default certificate’s Issued By and Subject are the same indicating that the certificate is
self-signed. No third-party CA (Certificate Authority) has verified the server’s authenticity.

• The certificate is signed, but no root CA certificate in the client’s UUsseerr or SSyysstteemm TTrruusstt SSttoorree
can verify its signature.

Step 3 If you are presented with this warning and a certificate, make sure you recognize the certificate’s
Issued By and Subject properties.

CCAAUUTTIIOONN:: Do not approve a certificate if you do not recognize these properties. The weakest link
in the security chain is the user who simply clicks OK without thinking.

Step 4 Assuming that this is the default tridium certificate, which can be trusted, click AAcccceepptt.

Accepting the certificate creates an approved host exemption in the platform/station AAlllloowweedd
HHoossttss list.

NNOOTTEE:: Although the name of the default certificate (tridium) is the same for each controller and
for Workbench, the content of each certificate is unique. Do not attempt to export and use the
same tridium certificate for each controller in your network.

The system asks you to enter or confirm your platform credentials.
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Step 5 Enter your platform credentials and click OOKK.

The platform is now connected over a secure connection. All data transmitted are encrypted. If you
logged on for the first time and accepted the default certificate, only the server's identity cannot
be validated.

Step 6 To confirm that you are using the self-signed certificate, right-click PPllaattffoorrmm in the Nav tree and
click SSeessssiioonn IInnffoo.

The system displays session information.

• The red shield with the X indicates that the handshake was unable to verify the authenticity of
the server’s certificate. To view the certificate, click the link (Certificate Information).

• The green shield with the check mark indicates that encryption is enabled. In this example, the
secure connection is using TLSv1.2 as the protocol and data is encrypted using AES_256_CBC
(Advanced Encryption Standard) with SHA1 (hash function) and RSA (Rivest-Shamir-Adleman),
the most widely used public key cryptography algorithm.

Step 7 Click OOKK.

The tiny lock on the platform icon in the Nav tree indicates a secure, encrypted connection.

EEnnaabblliinngg tthhee NNiiaaggaarraaNNeettwwoorrkk

The NiagaraNetwork provides the physical connections for data transmission. Secure communication en-
sures that data are transmitted securely between trusted entities.

Step 1 Right-click the node in the DDrriivveerrss container and click VViieewwss→→PPrrooppeerrttyy SShheeeett.

Step 2 Expand the NiagaraNetwork property.

Step 3 Confirm that the true check box is selected for Enabled.
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CCoonnffiirrmmiinngg cclliieenntt//sseerrvveerr rreellaattiioonnsshhiippss

At any given time the Supervisor station may be the client of a controller station and vice versa. This proce-
dure confirms that a client for the Supervisor station exists in the controller station and a client for the con-
troller station exists in the Supervisor station.

PPrreerreeqquuiissiitteess::

Step 1 Expand the DDrriivveerrss→→NNiiaaggaarraaNNeettwwoorrkk node in the Supervisor Nav tree. It should contain a node
for each controller.

Step 2 Expand the DDrriivveerrss→→NNiiaaggaarraaNNeettwwoorrkk in a controller Nav tree. It should contain a node for the
Supervisor station.

Step 3 If either node does not exist, discover the station.

CCeerrttiiffiiccaattee ssttoorreess aanndd cceerrttiiffiiccaattee ccrreeaattiioonn pprroocceessss

Certificate management uses four stores to manage certificates: a UUsseerr KKeeyy SSttoorree, SSyysstteemm TTrruusstt SSttoorree,
UUsseerr TTrruusstt SSttoorree and AAlllloowweedd HHoossttss list.

• The UUsseerr KKeeyy SSttoorree contains a client’s server certificate. For each certificate, this store contains both a
public key, and its matching private key. In addition, this UUsseerr KKeeyy SSttoorree contains the self-signed certifi-
cate initially created when you booted the platform for the first time.

• The SSyysstteemm TTrruusstt SSttoorree comes pre-populated with standard public certificates: root CA certificates from
well-known Certificate Authorities, such as VeriSign, Thawte and Digicert.

• The UUsseerr TTrruusstt SSttoorree contains a company’s own public root CA certificate(s).

• The AAlllloowweedd HHoossttss list contains the certificates of servers for whom no trusted certificate exists in the
client’s SSyysstteemm or UUsseerr TTrruusstt SSttoorreess. This includes servers for whom the host name of the server is not
the same as the Common Name in the server certificate. You can approve the use of these certificates on
an individual basis.

The TTrruusstt SSttoorreess contain root CA certificates used to sign the server certificates stored in each server’s UUsseerr
KKeeyy SSttoorree. If the Subject of a root CA certificate in one of the client’s TTrruusstt SSttoorreess is the same as the Is-
suer on a server’s certificate, the keys match, and all other requirements are met, then the client can trust
that the server is authentic.

The most secure method for creating and signing server certificates is to connect your Supervisor PC directly
to a controller using a crossover cable, then follow these general steps:

1. Create a server certificate in the UUsseerr KKeeyy SSttoorree of the platform/station.

2. Using the server certificate in the UUsseerr KKeeyy SSttoorree of the platform/station, create a CSR (Certificate Sign-
ing Request). A CSR is a file with the extension: .csr.

3. Use the root CA certificate in your WorkbenchUUsseerr KKeeyy SSttoorree to sign the server certificate’s CSR file.
The signing process creates a new certificate file with the extension .pem.

4. Import the .pem file back into the UUsseerr KKeeyy SSttoorree of the platform/station.

AAcccceessssiinngg tthhee ssttoorreess

The system supports two sets of stores: a set for Workbench, and another shared set for each platform and
station. Workbench provides access to each set of stores.

Step 1 Launch Workbench or Workbench in the browser.

Step 2 Open a supervisor or remote station.

Step 3 Do one of the following:

a. To access the Workbench stores, click TToooollss→→CCeerrttiiffiiccaattee MMaannaaggeemmeenntt.
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Since Workbench is always a client, it requires only a trusted root CA certificate in its SSyysstteemm or
UUsseerr TTrruusstt SSttoorree. Even though it functions only as a client, you may use it to create your root
CA and any intermediate certificates, and to sign all server certificates at one sitting.

b. To access the platform/station stores, expand PPllaattffoorrmm and double-click CCeerrttiiffiiccaattee MMaannaaggee--
mmeenntt in the Nav tree. To access the stores this way, the station must be idle.

Since a platform/station may function at different times as a client or a server, it must have a
server certificate in its shared UUsseerr KKeeyy SSttoorree and a trusted root CA certificate in its SSyysstteemm or
UUsseerr TTrruusstt SSttoorree.

c. If your station is running, you access the platform/station stores by expanding SSttaattiioonn→→CCoonn--
ffiigg→→SSeerrvviicceess→→PPllaattffoorrmmSSeerrvviicceess and double-clicking CCeerrttMMaannaaggeerrSSeerrvviiccee in the Nav tree.

The station shares the root CA certificate with the platform, but may have its own server certifi-
cate (when it functions as a server) located in the same UUsseerr KKeeyy SSttoorree.

Step 4 To confirm that you have accessed the correct stores, check the name in the screen title and above
the stores.

The platform and station stores are actually the same stores.

SSttoorreess ffoollddeerr ssttrruuccttuurree

The Workbench and platform/station stores reside in separate locations on a Supervisor and platform.

The following table lists the default user homes that contain the stores, which are considered configuration
files. If the folder paths have been changed, these no locations longer apply. username is the Windows user
name of the person starting the Workbench application.

TTaabbllee 11 Default user homes

SSttoorreess NNaavv ttrreeee nnooddee DDeeffaauulltt ffoollddeerr ppaatthh

Workbench1 MMyy HHoosstt→→MMyy FFiillee SSyysstteemm→→UUsseerr
HHoommee→→sseeccuurriittyy

C:\Users\username\Niag-
ara4.0\security

Supervisor or en-
gineering
workstation2

PPllaattffoorrmm→→RReemmootteeFFiilleeSSyysstteemm→→UUsseerr HHoommee
((RReeaadd OOnnllyy))→→sseeccuurriittyy

ProgramData\Niagara4.0
\security

JACE controller3 PPllaattffoorrmm→→RReemmootteeFFiilleeSSyysstteemm→→UUsseerr HHoommee
((RReeaadd OOnnllyy))→→sseeccuurriittyy

\home\niagara\security
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1. Each Workbench user has their own User Home.

2. The platform and station stores (same stores) are in the Platform daemon User Home of the Supervisor
or any engineering workstation.

3. The platform and station stores (same stores) are in the Platform daemon User Home of the JACE
controller,

SSttoorreess ffiillee nnaammeess

The folders that contain the Workbench and platform/station stores each contain a set of three data files,
one per type of store.

NNOOTTEE:: Only the appropriate Workbench, platform or station tools may be used to modify these data files.
Attempts to modify them by other means will render them corrupt and unusable.

• keystore.jceks is the UUsseerr KKeeyy SSttoorree. In Workbench it contains a company’s root and intermediate
certificates. In a server it contains the server’s server certificate.

• cacerts.jceks is the UUsseerr TTrruusstt SSttoorree. In a client it contains the root CA certificate(s) with only its
public key.

• exemptions.tes is the AAlllloowweedd HHoossttss list. In a client it contains the certificate for hosts (servers) with
whom the client may securely communicate even though the client either:

– does not have a root CA certificate in its SSyysstteemm or UUsseerr TTrruusstt SSttoorree for the server, or

– may have a matching root CA certificate, but the Common Name or Alternate Server Name of the
server certificate is not the same as the host name of the server being authenticated.

NNOOTTEE:: A certificate in a WorkbenchUUsseerr KKeeyy SSttoorree may have the same name as a certificate in a platform/
station UUsseerr KKeeyy SSttoorree, but they may not be the same certificate. Similarly, files in these stores may have dif-
fering alias names, and in fact contain the same public keys. It is the public/private key pair that defines a cer-
tificate, not the certificate’s name.

CCSSRR ffoollddeerr ssttrruuccttuurree

You may create CSRs (Certificate Signing Requests), store them in, and import signed certificates (.pem files)
from any folder on your laptop. The default location is a working folder in the user file space.

The first time you access the Certificate Management view fromWorkbench, the system creates an empty
cceerrttMMaannaaggeemmeenntt folder in the following location:

c:\Users\username\Niagara4.0\certManagement, where username is the name you use to log in to
the computer.

In the Nav tree, this location is: MMyy FFiillee SSyysstteemm→→UUsseerr HHoommee→→cceerrttMMaannaaggeemmeenntt.

This folder, in Workbench’s user space, is a working folder for storing CSRs and .pem files exported and im-
ported by the CCeerrttiiffiiccaattee MMaannaaggeerr. Within this folder, you may create a structure for managing exports and
imports or you may use a different location for exports and imports.

NNOOTTEE:: Do not confuse the certManagement folder with the certificates folder that stores one or
more certificates used to validate the authenticity of Niagara system licensing files. The certificates
folder has nothing to do with secure communication.

The platform and station folders do not have a certManagement folder.

CCrreeaattiinngg aa CCSSRR ffoollddeerr ssttrruuccttuurree

A CSR (Certificate Signing Request) folder structure helps you organize a large number of server certificates
for easy retrieval. You create this structure under the certManagement folder, which is an automatically-cre-
ated folder in your personal niagara_user_home.

PPrreerreeqquuiissiitteess::
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Step 1 Using Windows Explorer, locate your niagara_user_home: C:\Users\username\niagara4.0
\brand\certManagement, where

username is your name or other text used to identify you as the user of your computer.

brand is your company name or other name used to label personal information.

Step 2 Create folders under certManagement.

For example:

certManagement
rootCertificate
intermediateCertificates
serverCertificates

CCrreeaattiinngg aa cceerrttiiffiiccaattee

Certificates reside in the UUsseerr KKeeyy and TTrruusstt SSttoorreess. The Workbench stores are separate from the single
set of stores shared by the platform and station.

There are several ways to create a certificate.

• You may use the default server certificate that is automatically generated when you start Workbench or
boot a platform for the first time.

• To create a new server certificate for the current platform and station, use either the platform’s CCeerrttiiffii--
ccaattee MMaannaaggeemmeenntt tool or the station’s CCeerrttMMaannaaggeerrSSeerrvviiccee (under the PPllaattffoorrmmSSeerrvviicceess node in the
station Nav tree). Both methods access the same stores.

• To create a root CA certificate, sign server certificates, and export them as needed, use the Workbench
stores, which you access on a secure computer by clicking TToooollss→→CCeerrttiiffiiccaattee MMaannaaggeemmeenntt.

TTIIPP:: While this is not a requirement, as a best practice you should disconnect both your computer and the
platform from the Internet and company LAN, then connect your Supervisor computer to the platform using
a crossover cable.

Step 1 Check the title at the top of the view to ensure that you are focused on the UUsseerr KKeeyy SSttoorree for the
correct stores (Workbench or platform/station).

The platform and station stores are the same stores. Which to use depends on how you are con-
nected to the platform/station.
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Step 2 Click the NNeeww button.

The GGeenneerraattee SSeellff SSiiggnneedd CCeerrttiiffiiccaattee window opens

Step 3 Fill in the properties.

• Use Alias to identify the type of certificate (root, intermediate), server, company, geography
or department. The Alias can be the same as the Common Name(CN).

• Common Name(CN) should be the same as the host name, which is how a server identifies itself.
The common name becomes the Subject (also known as the Distinguished Name). The IP ad-
dress of a controller or its Fully Qualified Domain Name (FQDN) is an appropriate Alias and
Common Name for a JACE controller or Supervisor station.

An FQDN is the Hostname plus the Primary Dns Suffix. For a computer, you can see this
name in My Computer Properties: “Full computer name.” For a controller, there is no good
place to see this name, but it would be something like: mycontroller.mydomain.com or mycon-
troller.mydomain.net.

NNOOTTEE:: Do not use the same name for Common Name (CN) of a server certificate that you use
for a root or intermediate certificate’s Common Name (CN).

• Although Locality and State/Province are not required and are arbitrary, leaving them
blank generates a warning message. Third-party CAs may not sign certificates without these
properties defined.

• The two-digit Country Code is required and must be a known value, such as: US, IN, CA, FR,
DE, ES, etc. (See countrycode.org for a list.)

• Not Before and Not After define the period of validity for the certificate.

• Key Size defaults to 2048. A larger key improves security and does not significantly affect
communication time. The only impact it has is to lengthen the time it takes to create the certifi-
cate initially.

If a third-party will sign the certificate, consult with your CA (Certificate Authority) to determine
the acceptable key size. Some CAs support a limited number of key sizes.

• For Certificate Usage, select CA Certificate for a root or intermediate certificate. Select
Server as needed for a platform/station.

• For server certificates, if Common Name is an IP address, use a Fully Qualified Domain Name for
the Alternate Server Name.

Step 4 When you have filled in all information, click OOKK.

One of two things happens:

• If you are creating a root or intermediate certificate, the system prompts you to create a pass-
word for the certificate's private key. You should create and confirm a strong password.

NNOOTTEE:: Create a root or intermediate certificate only in a Workbench UUsseerr KKeeyy SSttoorree on a very
specific and secure Workbench host. The root and intermediate CA certificates in this UUsseerr KKeeyy
SSttoorree contain the private keys used to sign all your server certificates.

• If you are creating a server certificate, the system begins the certificate generation process
without requiring the creation of a password.

A pop-up window in the lower right of your screen advises you regarding the time it may take to
generate the certificate. The length of time it takes depends on the key size and the platform’s
processing capability.

Step 5 To view the certificate, double-click it or select it and click VViieeww.

Step 6 Confirm that the information is correct.
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NNOOTTEE::

To change a certificate you just created, delete it and create a new certificate. Do not delete a cer-
tificate that is already in use.

Repeat this procedure to create additional certificates.

PPaasssswwoorrdd ssttrreennggtthh

To protect each certificate’s private key you must supply a private key password. When backing up certifi-
cate private keys by exporting certificates, you may use an additional encryption password. (The default en-
cryption password is the same as the private key password.) To prevent unauthorized access, your
passwords need to be strong.

A strong platform or station password:

• Has 10 or more characters.

• Includes letters, punctuation, symbols, and numbers.

• Is unique for each set of credentials.

NNOOTTEE:: You should not reuse passwords.

• Avoids dictionary words in any language, words spelled backwards or words that use common misspell-
ings and abbreviations, sequences or repeated characters, personal information such as your birthday,
driver’s license, passport number, etc.

These precautions were adapted from information at microsoft.com, which provides a secure password
checker you can use to test the strength of any password.Niagara 4 allows you to control password strength
for user authentication. The password strength configuration for user authentication does not apply to certif-
icate passwords.

CCrreeaattiinngg aa CCSSRR

A CSR (Certificate Signing Request) prepares a certificate for signing by the root or intermediate CA certifi-
cate by creating a .csr file.

PPrreerreeqquuiissiitteess:: For creating intermediate certificates you are viewing the Workbench stores. For creating
server certificates you are viewing the platform/station stores.

Step 1 Select the intermediate or server certificate to sign, and click CCrreeaattee CCSSRR.

The CCeerrttiiffiiccaattee RReeqquueesstt IInnffoo window opens

Step 2 Confirm that the certificate properties are correct and click OOKK.

One of the following happens:

• If you are preparing a CSR for a server certificate, the system displays the cceerrttMMaannaaggeemmeenntt
folder for you to choose the location to store the CSR.

• If you are creating a CSR for a CA certificate (root or intermediate), the CCeerrttiiffiiccaattee MMaannaaggeerr
prompts you for the private key password. Enter the password and click OOKK. The system dis-
plays the cceerrttMMaannaaggeemmeenntt folder for you to choose the location to store the CSR.

The Alias for the certificate is used as the file name of the CSR.

Step 3 Use the default folder, or select a different folder in which to store the CSR and click SSaavvee.

The system displays, CSR generation complete.

Step 4 To confirm completion, click OOKK.

Step 5 If an external CA, such as VeriSign or Thawte, will sign your server certificates, follow the CSR sub-
mission procedure as required by the CA.
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The CA verifies that you are who you claim to be, that each certificate is for a server your organiza-
tion actually maintains, and other important information. They then return a signed server certifi-
cates (one for each server).

SSiiggnniinngg aa cceerrttiiffiiccaattee

In a large installation that serves at its own CA (Certificate Authority), you use your root CA certificate to sign
any intermediate certificates and the intermediate certificates to sign your server certificates. In a small con-
figuration, you may use your root CA certificate to sign all server certificates.

PPrreerreeqquuiissiitteess:: The Workbench stores are open, the root CA certificate exists and a CSR for the certificate
has been created.

NNOOTTEE:: To ensure network security, always sign certificates using Workbench on a computer that is discon-
nected from the Internet and from the company LAN. Maintain this computer in a physically secure location.

Step 1 In Workbench, click TToooollss→→CCeerrttiiffiiccaattee SSiiggnneerr TTooooll.

The CCeerrttiiffiiccaattee SSiiggnniinngg window opens

Step 2 Click the browser icon, locate, and open the CSR for the certificate you wish to sign.

The CCeerrttiiffiiccaattee SSiiggnniinngg window expands to show the certificate details.

Step 3 Confirm that this is the correct certificate.

Step 4 Select the date on which the certificate becomes effective (Not Before) and the date after which
it expires (Not After).

Step 5 For CA Alias, use the down arrow to select the certificate (root or intermediate) whose private
key will sign this certificate.

Step 6 Supply the CA certificate’s password and click OOKK.

Signing is done by the private key of the root or intermediate certificate.

The same file folder, C:/Users/[username]/Niagara4.0/certManagement, displays with the
file name (extension: .pem) filled in for you.

You may modify this file structure to aid in the management of these files.

Step 7 To complete the signing, click SSaavvee.

Repeat this procedure for each CSR.

IImmppoorrttiinngg tthhee ssiiggnneedd cceerrttiiffiiccaattee bbaacckk iinnttoo tthhee UUsseerr KKeeyy SSttoorree

Signing a certificate creates a .pem file, which is only intended for importing back into the UUsseerr KKeeyy SSttoorree
that contains the original certificate with the matching private key. For a server certificate this is the plat-
form/station UUsseerr KKeeyy SSttoorree that originally created the certificate and CSR. For an intermediate certificate
this is the Workbench UUsseerr KKeeyy SSttoorree on your Supervisor computer.

PPrreerreeqquuiissiitteess:: You have the signed .pem files. The focus is on the User Key Store in the appropriate stores
location (Workbench or platform/station).

Step 1 Click IImmppoorrtt.

Step 2 Locate and select the signed certificate's .pem file (the output of the certificate signer or the .pem
file you received from a third-party CA) and click OOppeenn.

The CCeerrttiiffiiccaattee IImmppoorrtt window opens.

Step 3 Confirm that you are importing the correct certificate and click OOKK.

If the Alias of the certificate you are importing is not the same as the Alias of the certificate you
are replacing, the system prompts you for the Alias of the certificate to replace.

Step 4 If needed, enter the Alias and click OOKK.
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The green shield icon appears next to the certificate Alias in the UUsseerr KKeeyy SSttoorree.

Step 5 Using the operating system, delete the .pem file(s) from the Supervisor computer.

DDeelleettiinngg ..ppeemm ffiilleess

PPrreerreeqquuiissiitteess::

Step 1

EExxppoorrttiinngg aa cceerrttiiffiiccaattee

There are two reasons to export certificates: 1) to create a public root CA certificate for each client’s UUsseerr
TTrruusstt SSttoorree and browser, and 2) to back up the company’s root CA certificate and all signed intermediate
and server certificates with their private keys.

As soon as you create your company’s root CA certificate, any intermediate certificates and finish importing
each signed server certificate (.pem file) back into each server UUsseerr KKeeyy SSttoorree make a backup of all of certif-
icates and store the backup on a flash drive in a physically secure location. You back up each certificate one
at a time.

NNOOTTEE:: To protect your backups create strong passwords and store backup media in a vault. These backups
contain the keys used to sign all server certificates.

Step 1 Open the stores that contain the certificate(s) to export.

Step 2 On the UUsseerr KKeeyy SSttoorree tab, select the certificate and click EExxppoorrtt.

The system opens the CCeerrttiiffiiccaattee EExxppoorrtt window.

Step 3 Do one of the following:

In addition to the private key password, you should use an encryption password to provide double-
password protection. The default encryption password is the same as the private key password.

• To create a CA certificate (root or intermediate) for importing into a client UUsseerr TTrruusstt SSttoorree,
just click OOKK (do not select Export the private key).

• To back up a certificate with its private key, click Export the private key and supply the pri-
vate key password.

a. To use the additional protection, deselect Reuse password to encrypt private key under
Encrypt exported private key and supply the additional encryption password.

b. To export the certificate with its private key, click OOKK

Step 4 Use the default path in the user space, or locate a different folder and click SSaavvee.

The system reports that the export was successful.

Step 5 To complete the action, click OOKK.

IImmppoorrttiinngg aa cceerrttiiffiiccaattee iinnttoo aa UUsseerr TTrruusstt SSttoorree

If your SSyysstteemm TTrruusstt SSttoorreess already contain the root CA certificate of the CA (Certificate Authority) that
signed your intermediate and server certificates, you do not need to import anything. If you are serving as
your own CA, you import only the root CA certificate into the UUsseerr TTrruusstt SSttoorree of each client. Each platform
and station share the same stores.

PPrreerreeqquuiissiitteess:: The focus is on the User Trust Store in the appropriate stores location (Workbench or
station).

If you are acting as a local CA, you will need to import the root CA certificate (the one with only its public
key) into the UUsseerr TTrruusstt SSttoorree of each client instance (Workbench or station) that may connect to each serv-
er. If you are using a root CA certificate signed by a third party, each client’s SSyysstteemm TTrruusstt SSttoorree should
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already contain the vendor’s root CA certificate. If not, you must obtain one from the vendor and import it in-
to the UUsseerr TTrruusstt SSttoorree of each client.

NNOOTTEE:: There is no need to import the server certificates or the intermediate CA certificates to any UUsseerr
TTrruusstt SSttoorree. Each signed server certificate carries within it any intermediate and root CA certificate
information.

Step 1 Select the UUsseerr TTrruusstt SSttoorree tab.

Step 2 Click IImmppoorrtt.

Step 3 Locate and select the root CA certificate's .pem file (signed by a third-party or your company’s root
CA certificate) and click OOppeenn.

The CCeerrttiiffiiccaattee IImmppoorrtt window opens.

Step 4 Confirm that you are importing the correct certificate and click OOKK.

Repeat this procedure for Workbench and each client station.

SSttaattiioonn hheeaalltthh ccoonnffiirrmmaattiioonn

When you finish configuring a client or server, stop and restart a secure station and check station health. The
system does not validate existing connections against new certificates until you restart the station. The sys-
tem does not automatically change connections from Http and Fox to Https and Foxs, even when you enable
Https Only and Foxs Only, until you reestablish the connection.

VViieewwiinngg sseessssiioonn iinnffoorrmmaattiioonn

The SSeessssiioonn IInnffoo window provides useful information and a graphical representation of certificate status
(green and red icons).

PPrreerreeqquuiissiitteess:: Workbench is running.

Step 1 To view session information, do one of the following:

• Click the Session Info icon ( ) in the row of icons at the top of the page.

• Right-click the station name in the Nav tree and click SSeessssiioonn IInnffoo.

The system displays one of two SSeessssiioonn IInnffoo windows.

• The SSeessssiioonn Info message on the left indicates that you have made a secure connection.

For the Server identity section (1), a red shield with a white X indicates that the client is unable
to verify the authenticity of the Fox host. There are multiple reasons why this host may not be
authentic.
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A green shield with a white check mark indicates that a root CA certificate in the client’s SSyyss--
tteemm or UUsseerr TTrruusstt SSttoorree was able to validate the signature on the server certificate, verifying
the authenticity of the Fox host.

For the Connection encryption section (2), a red shield with a white X indicates that the Fox
session connection is not sufficiently encrypted.

A green shield with a white check mark indicates that the Fox session connection is sufficiently
encrypted.

Communication is the most secure when both shields are green.

• The Session Info message on the right indicates that you have made a regular connection (a
connection that is not secure). Communication is the least secure when both shields are red.

Step 2 Click the Certificate Information link.

The system displays the details of the Fox server certificate.

AAlllloowweedd hhoossttss mmaannaaggeemmeenntt

If you used self-signed certificates to get started, more than one exemption may be allowed in your AAlllloowweedd
HHoossttss list. Once you have set up signed certificates for all hosts, delete the exemptions from each AAlllloowweedd
HHoossttss list (Workbench, and platform/station).

• To access the Workbench AAlllloowweedd HHoossttss list, click TToooollss→→CCeerrttiiffiiccaattee MMaannaaggeemmeenntt, and click the AAll--
lloowweedd HHoossttss tab.

• To access the platform/station AAlllloowweedd HHoossttss list, expand PPllaattffoorrmm and double-click CCeerrttiiffiiccaattee MMaann--
aaggeemmeenntt in the Nav tree. Then, click the AAlllloowweedd HHoossttss tab.

• You may also access the platform/station stores by expanding SSttaattiioonn→→CCoonnffiigg→→SSeerrvviicceess→→PPllaattffoorrmmSSeerr--
vviicceess and double-clicking CCeerrttMMaannaaggeerrSSeerrvviiccee in the Nav tree.

CCoonnffiigguurriinngg sseeccuurree ppllaattffoorrmm ccoommmmuunniiccaattiioonn

Platform and station security are independent of one another. The system defaults to enabling secure com-
munication for both platform and station. Configuring a platform (Niagarad) for secure communication (plat-
formtls) involves confirming the port, selecting the signed server certificate to use, and, if required,
restricting the TLS protocol version.

A station's "window" into the platform-resident secure communication features is just like any other PPllaatt--
ffoorrmm SSeerrvviiccee under the station's PPllaattffoorrmm AAddmmiinniissttrraattiioonn node in the Nav tree. This means that anything
configured for a platform is independent of whatever station is running. Follow this procedure for the Super-
visor platform and all JACE controller platforms.

Step 1 Double-click PPllaattffoorrmm→→PPllaattffoorrmm AAddmmiinniissttrraattiioonn and double-click CChhaannggee TTLLSS SSeettttiinnggss.

The PPllaattffoorrmm TTLLSS SSeettttiinnggss window opens.

The default State is Enabled. If you are using a separate certificate for verifying niagarad commu-
nications, this is where you select the certificate.

Step 2 Configure the properties and click SSaavvee.
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CCoonnffiigguurriinngg sseeccuurree ssttaattiioonn ccoommmmuunniiccaattiioonn

This topic explains how to set up secure Foxs and Https communication for Supervisor and controller
stations.

Follow this procedure for both Foxs and Webs.

Step 1 Make a secure connection to the station.

Step 2 Right-click FoxService or WebService under CCoonnffiigg→→SSeerrvviicceess in the Nav tree.

The PPrrooppeerrttyy SShheeeett opens and click VViieewwss→→PPrrooppeerrttyy SShheeeett.

Step 3 Confirm that the true check box is selected for Foxs Enabled or Https Enabled.

Step 4 From the Foxs Cert or Https Cert list, select the appropriate certificate.

Each platform/station should have its own unique, signed server certificate. Do not use the same
server certificate for more than one platform/station. If you choose to use a different certificate for
your FoxService from that used for your WebService, this is where you specify it.

SSeettttiinngg uupp cclliieenntt//sseerrvveerr rreellaattiioonnsshhiippss

At any given time, the Supervisor station may be the client of the JACE station and vice versa. This proce-
dure confirms that a client for the Supervisor station exists in the station and a client for the JACE station ex-
ists in the Supervisor.

Step 1 In the Supervisor Nav tree, expand the NNiiaaggaarraaNNeettwwoorrkk node under the DDrriivveerrss container. It
should contain a node for the station.

Step 2 In the station Nav tree, expand the NNiiaaggaarraaNNeettwwoorrkk node under the DDrriivveerrss container. It should
contain a node for the Supervisor station.

EEnnaabblliinngg cclliieennttss aanndd ccoonnffiigguurriinngg tthheemm ffoorr tthhee ccoorrrreecctt ppoorrtt

While not directly related to secure communication, setting up each platform/station as a client and server is
important for setting up basic communication relationships.

Step 1 If it is not already open, double-click the NNiiaaggaarraaNNeettwwoorrkk node in the Nav tree of both the Super-
visor and the controller stations.

The SSttaattiioonn MMaannaaggeerr view opens.

Step 2 Double-click the client station under the client in the DDaattaabbaassee pane.

For the Supervisor station, this is the controller station as client; and for the controller station, this
is the Supervisor station as client.

Step 3 For each client, confirm that the Fox Port is set to 4911, and that Use Foxs is set to true.

SSeeccuurriinngg eemmaaiill

Niagara supports secure outgoing and incoming email using TLS (Transport Layer Security).

PPrreerreeqquuiissiitteess:: The EmailService is in your SSeerrvviicceess container with both IncomingAccount and Out-
goingAccount components. If not, add the EmailService component from the eemmaaiill palette before you
begin. You may have multiple incoming and outgoing accounts, which allow you to set up connections to
servers that support secure communication and others that may not.

Follow this procedure for both your incoming and outgoing accounts.

Step 1 In the station's Nav tree, right-click the IInnccoommiinnggAAccccoouunntt or OOuuttggooiinnggAAccccoouunntt node under the
EEmmaaiillSSeerrvviiccee container and click VViieewwss→→PPrrooppeerrttyy SShheeeett.

The account PPrrooppeerrttyy SShheeeett opens.
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The system provides two secure communication options:

• The default, Use Ssl, encrypts the connection before it is ever opened. To do the encryption, it
automatically uses either SSL v3 or TLS (depending on email server requirements). This provides
the most secure data transmission since the connection is encrypted from the start.

• Use Start Tlsmakes it possible to connect to an unprotected email server. The handshake oc-
curs without encryption, then switches to encrypt the message itself.

Use Ssl and Use Start Tls are mutually exclusive. Both may be false.

Step 2 To provide secure email, set one property to true, and the other false.

The example shows the configuration when Transport is set to Smtp.

Incoming and outgoing messages use different ports for secure communication as follows:

TTaabbllee 22 Email ports based on transport type

OOuuttggooiinngg
((SSMMTTPP))

IInnccoommiinngg
((IIMMAAPP))

IInnccoommiinngg
((PPOOPP33))

Not encrypted 25 143 110

Use Start Tls 587 143 110

Use Ssl 465 993 995

Not all servers follow these rules. You may need to check with your ISP (Internet Service Provider).

NNOOTTEE::

Do not enable or disable the Use Ssl or Use Start Tls properties without configuring the Port.

Step 3 Change the Port to the appropriate port number (defaults are: 25 for outgoing and 110 for incom-
ing email).

The system also provides server identity verification. For most email servers, the root certificate is
already in the SSyysstteemm TTrruusstt SSttoorree.

Step 4 If no root CA certificate for the email server is in the station's SSyysstteemm TTrruusstt SSttoorree (third-party
signed certificate) or in the UUsseerr TTrruusstt SSttoorree (your own certificate if you provide your own secure
email server), either:

• Import your own or a third-party signed root CA certificate into the station’s UUsseerr TTrruusstt SSttoorree.

• Or, if you do not have a signed certificate yet, accept the system-generated, self-signed certifi-
cate when challenged. This creates an exemption in the AAlllloowweedd HHoossttss list. Later, import the
root CA certificate and delete this temporary exemption.

August 18, 2015 33



Chapter 1 Secure communication (TLS) Station Security Guide

CCeerrttiiffiiccaattee rreenneewwaall

Certificates expire and need to be renewed and imported again.

To renew, follow the procedures to create a new server certificate, create a CSR, obtain signing by a root CA
or intermediate certificate, and import the signed certificate (.pem file) back into the UUsseerr KKeeyy SSttoorree that
contains the original certificate.

DDeelleettiinngg aa cceerrttiiffiiccaattee

As a general rule, third-party certificates may be renewed but not changed. Some CAs will not allow any
changes once the certificate is signed. If you need to make a change, delete the certificate and start again
with a new certificate.

AATTTTEENNTTIIOONN::

Do not delete a certificate until its replacement is in place and configured. If you delete a certificate that is in
use, the platform, FoxService or WebService could fail to restart. If you have the services configured for
Https Only a secure platform connection using TLS (Platform TLS settings) or Foxs Only, a missing certifi-
cate could prohibit connectivity using encrypted connections. Workbench gives no warning if you delete a
certificate that is currently being used by Workbench or the platform/station.

Step 1 Open the platform.

Step 2 Click TToooollss→→CCeerrttiiffiiccaattee MMaannaaggeemmeenntt .

Step 3 Select the certificate in the UUsseerr KKeeyy SSttoorree and click DDeelleettee.

SSeeccuurree ccoommmmuunniiccaattiioonn ttrroouubblleesshhoooottiinngg

This topic suggests solutions for common connection security problems.

WWhheenn II aatttteemmpptt ttoo iimmppoorrtt tthhee ssiiggnneedd sseerrvveerr cceerrttiiffiiccaattee bbaacckk iinnttoo tthhee hhoosstt UUsseerr KKeeyy SSttoorree,, II ggeett
eerrrroorrss..

This may happen if you deleted the original certificate created on the host from which you created the CSR.
If you backed up this certificate, import it back into the UUsseerr KKeeyy SSttoorree and import the CSR again. Generat-
ing a new certificate with the same name does not generate the same key pair and will result in errors when
you attempt to import a signed certificate whose keys do not match.

FFoorr mmoonntthhss II hhaavvee bbeeeenn aabbllee ttoo lloogg iinn wwiitthhoouutt bbeeiinngg pprroommpptteedd ttoo aacccceepptt aa cceerrttiiffiiccaattee.. AAllll ooff aa ssuuddddeenn
tthhee ssooffttwwaarree iiss aasskkiinngg mmee ttoo aacccceepptt tthhee cceerrttiiffiiccaattee aaggaaiinn..

One or more of the following may be occurring:

• The client may no longer contain the host's root CA certificate in the UUsseerr TTrruusstt SSttoorree (for whatever rea-
son). Check the certificate and import a matching root CA certificate into the UUsseerr TTrruusstt SSttoorree.

• The root CA certificate may have expired or changed and you need to import new certificates. Check the
server certificate carefully to make sure it is trusted and temporarily approve it, creating an exemption in
the AAlllloowweedd HHoossttss list. Create or acquire a new root CA certificate and create new server certificates.
Get the new server certificates signed by the new root CA certificate. Finally, import the certificates into
the appropriate stores, deleting any expired certificates and any temporary exemptions you approved in
the AAlllloowweedd HHoossttss list.

• There may be a problem with the Fox port. Check the FoxService on the client NNiiaaggaarraaNNeettwwoorrkk to en-
sure the correct Fox port: 4911 for Foxs; 1911 for Fox.

• You may be subject to a man-in-the-middle attack and no trusted root CA certificate exists for the attack-
er in the platform/station TTrruusstt SSttoorreess. Check the certificate’s Issued By and Issuer DN (Distinguished
Name) carefully. Do not manually approve a certificate for an issuer you do not recognize.
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TThhee SSeessssiioonn IInnffoo wwiinnddooww ((rriigghhtt--cclliicckk SSttaattiioonn→→SSeessssiioonn IInnffoo)) sshhoowwss aa rreedd sshhiieelldd wwiitthh aa wwhhiittee xx iinn tthhee
sseeccttiioonn tthhaatt rreeppoorrttss hhoosstt iiddeennttiittyy aauutthheennttiiccaattiioonn..

There may be a number of reasons for this:

• If you are serving as your own Certificate Authority, a platform and station requires your root CA certifi-
cate in its UUsseerr TTrruusstt SSttoorree. When you start the platform or station for the first time the UUsseerr TTrruusstt
SSttoorree is empty. This causes the system to generate a self-signed certificate and display it for you to ap-
prove before it establishes the connection. Compare the Issued By and Subject properties. They are
the same for a self-signed certificate. If you recognize the name, you can manually approve the certificate
and rest assured that communication is secure. If you do not recognize the name, do not manually ap-
prove the certificate. If you are configuring the host for the first time, import your root CA certificate to
the host’s UUsseerr TTrruusstt SSttoorree as soon as possible and delete the default, self-signed certificate.

• If, in a hurry, you allowed a certificate without checking its Issued By and Issuer DN (Distinguished
Name), and you are worried about what you approved, open the platform/station stores (CCoonnffiigg→→SSeerrvvii--
cceess→→PPllaattffoorrmm SSeerrvviicceess→→CCeerrttMMaannaaggeerrSSeerrvviiccee); click the AAlllloowweedd HHoossttss tab; locate the certificate and,
if you do not recognize it, click UUnnaapppprroovvee.

WWhheenn rruunnnniinngg iinn aa bbrroowwsseerr,, tthhee HHttttppss iinn tthhee aaddddrreessss iiss ccrroosssseedd tthhrroouugghh wwiitthh aa rreedd XX nneexxtt ttoo iitt..

This indicates that you are using a self-signed certificate for which no client certificate exists in the browser’s
trust store. Using Google Chrome, the browser caches nothing. You can still access the platform and station,
but system performance is less than desirable. To speed performance, set up and import your own root CA
certificate into the browser’s trust store, or purchase and install a signed client certificate from a CA (Certifi-
cate Authority).

II eennaabblleedd SSSSLL aanndd llooggggeedd iinn uussiinngg aa sseeccuurree ccoonnnneeccttiioonn,, bbuutt tthhee ppllaattffoorrmm iiccoonn ddooeess nnoott iinncclluuddee tthhee
lloocckk ssyymmbbooll.. WWhhyy ddiidd tthhee ppllaattffoorrmm bboooott wwiitthh aa ccoonnnneeccttiioonn tthhaatt iiss nnoott sseeccuurree??

Most likely there is something wrong with the certificate. If a certificate fails, or for any reason secure com-
munication cannot start, rather than lock you out of the platform, the system enables a connection without
security. Restart the platform.

NNOOTTEE:: If you have to replace a platform certificate, assuming you exported the keys, you can import them
to configure the new platform for secure communication.

II eennaabblleedd SSSSLL aanndd llooggggeedd iinn uussiinngg aa sseeccuurree ccoonnnneeccttiioonn.. TThhee ppllaattffoorrmm iiccoonn sshhoowwss tthhee lloocckk ssyymmbbooll,, bbuutt
nnoo ccoommmmuunniiccaattiioonn iiss ooccccuurrrriinngg..

A firewall or secure router may be blocking or ignoring a port. Consult your firewall or router documentation
for a list of blocked ports, then either unblock the port in the firewall or router, or change the port using
Workbench.

II''mm uussiinngg aa ssiiggnneedd sseerrvveerr cceerrttiiffiiccaattee,, bbuutt tthhee mmeessssaaggee ""UUnnaabbllee ttoo vveerriiffyy hhoosstt iiddeennttiittyy"" ssttiillll aappppeeaarrss
wwhheenn ccoonnnneeccttiinngg ttoo tthhee ppllaattffoorrmm..

The system cannot find a root CA certificate in a TTrruusstt SSttoorree that matches the server certificate. Import the
root CA certificate used to sign the server certificate into the UUsseerr TTrruusstt SSttoorree.

MMyy ppllaattffoorrmm oorr SSuuppeerrvviissoorr pprriivvaattee kkeeyy hhaass bbeeeenn ccoommpprroommiisseedd,, wwhhaatt sshhoouulldd II ddoo??

Get on site as quickly as possible. Take the entire network off the Internet. Configure security again for each
compromised platform creating and signing all new certificates.

WWhheenn iimmppoorrttiinngg aa rroooott CCRR cceerrttiiffiiccaattee iinnttoo aa cclliieenntt UUsseerr TTrruusstt SSttoorree II ggeett tthhee mmeessssaaggee,, ""TThhee ‘‘IImmppoorrtt’’
ccoommmmaanndd eennccoouunntteerreedd aann eerrrroorr"" oorr tthhee cceerrttiiffiiccaattee ssiimmppllyy ddiidd nnoott iimmppoorrtt..

Click the DDeettaaiillss button to view the Workbench console. Investigate these possibilities:

• You may be attempting to import a private key into the UUsseerr TTrruusstt SSttoorree. This cannot be done.

Export the root CA certificate from the Workbench UUsseerr KKeeyy SSttoorree without its private key and try to im-
port it again into the client UUsseerr TTrruusstt SSttoorree.

• The Issuer of the certificate you are importing must be the same as the Subject of the certificate that
is below it in the certificate tree (the certificate used to sign the one that is causing the error). This may
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be an intermediate certificate or the root CA certificate. Beginning at the bottom of the tree, the issuer-
subject relationship is something like this:

Issuer, SubjectC, DB, CA, B

Where “A” is the root CA (Certificate Authority) at the root of the certificate tree. “D” is the subject of
the final server certificate in the tree. The rest are intermediate certificates.

If necessary, delete the certificate, create a new certificate, sign it using the certificate below it in the
trusted certificate tree, and attempt to import again.

II''mm ttrryyiinngg ttoo ggeett ttwwoo ssttaattiioonnss ttoo ccoonnnneecctt aanndd iitt iiss nnoott wwoorrkkiinngg..

If this is the first time you are making this connection, check the AAlllloowweedd HHoossttss list. The station serving as
the client may not have a certificate in its UUsseerr TTrruusstt SSttoorree for the station that is serving as the server. In the
AAlllloowweedd HHoossttss list, analyze the exemption, then select the certificate to make sure that you recognize its
Issued By and Issuer DN (Distinguished Name) and click AApppprroovvee. Check the certificate for the correct
name and port number in the Host column.

If you have been connecting successfully but suddenly you are unable to connect, try to figure out what
changed. Check the daemon logs for an error message.

If you are using root and intermediate certificates, check the Issuer name on your signed intermediate and
server certificates. It should be the same as the Subject name on the root CA certificate. When it is unable
to validate the certificate tree, the software prevents communication.

WWee uussee sseellff--ssiiggnneedd cceerrttiiffiiccaatteess.. AAllll hhoossttss aarree aapppprroovveedd iinn tthhee AAlllloowweedd HHoossttss lliisstt,, aanndd wwee''vvee bbeeeenn aabbllee
ttoo ccoonnnneecctt ttoo oouurr ppllaattffoorrmmss wwiitthhoouutt ggeettttiinngg tthhee mmeessssaaggee tthhaatt oouurr hhoossttss aarree nnoott ttrruusstteedd.. AAllll ooff aa ssuudd--
ddeenn wwee''rree ggeettttiinngg tthhaatt mmeessssaaggee aaggaaiinn.. WWhhaatt hhaappppeenneedd??

If the IP address of the platforms changed, the entry in the AAlllloowweedd HHoossttss list is no longer valid.

II ggeett tthhee mmeessssaaggee,, ““CCaannnnoott ccoonnnneecctt.. EEnnssuurree sseerrvveerr iiss rruunnnniinngg oonn ssppeecciiffiieedd ppoorrtt..”” wwhheenn II aatttteemmpptt ttoo
lloogg iinn ttoo aa sseeccuurree ssttaattiioonn::

This is a general message. A number of things could be wrong:

• There may be a problem with the controller. Ensure that the controller is connected to power and the
power is on.

• You entered invalid credentials or, for some other reason, you are having difficulty logging on (the station
may have stopped running). Confirm your credentials, start the platform and use the Platform Application
Director to start the station, then connect again.

• Your secure WebService (Https) or FoxService (Foxs) may not be enabled (set to true). Both must be
enabled to make a secure station connection. Make a regular station connection by clicking FFiillee→→OOppee--
nn→→OOppeenn SSttaattiioonn, select Station Connection, provide credentials, then, on the FoxService PPrroopp--
eerrttyy SShheeeett, confirm that Foxs is enabled (set to true), close the station and connect to it again. Make
sure you select a Station TLS Connection for Type in the CCoonnnneecctt window.

DDeeffaauulltt TTCCPP ppoorrttss

The various system protocols (fox, foxs, etc.) manage communication across specific ports. If a firewall or
router blocks a port, communication fails. Be aware of this potential and make appropriate exemption rules
where necessary.

Following commissioning, the default TCP port numbers are:

PPrroottooccooll DDeeffaauulltt ppoorrtt TTyyppee ooff ccoommmmuunniiccaattiioonn SSeeccuurriittyy

fox 1911 station not secure

foxs 4911 station secure

platform 3011 niagarad (platform) not secure
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PPrroottooccooll DDeeffaauulltt ppoorrtt TTyyppee ooff ccoommmmuunniiccaattiioonn SSeeccuurriittyy

platformtls 5011 niagarad (platform) secure

http 80 browser not secure

https 443 browser secure

email 25 send and receive not secure

email tls 587, 465 send and receive secure

You may change these defaults as needed.

CCeerrttiiffiiccaattee mmaannaaggeemmeenntt wwhheenn rreeppllaacciinngg aa ccoonnttrroolllleerr

When replacing a JACE controller in the field, you may reuse backups of the UUsseerr KKeeyy SSttoorree and UUsseerr TTrruusstt
SSttoorree from the old controller. If no station backup is available, you must generate a new server certificate
and sign it or get it signed.

PPrreerreeqquuiissiitteess:: You are on site. Remotely importing a security backup into a JACE controller is not recom-
mended because you should not restore the UUsseerr KKeeyy SSttoorree and UUsseerr TTrruusstt SSttoorree while the station is con-
nected to the Internet.

Step 1 Make sure that the JACE controller is not on the Internet.

Step 2 Reboot the controller and restore the station.

Step 3 Either restore from the station backup, or import the stores from a previously exported file.
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CChhaapptteerr 22 UUsseerr aauutthheennttiiccaattiioonn

Topics covered in this chapter
♦ User authentication checklist
♦ Authentication schemes
♦ Station-to-station users
♦ Adding or editing a user
♦ Assigning authentication schemes to users
♦ Password management
♦ Logging on to a station
♦ Changing your password
♦ User authentication troubleshooting

User authentication is validating the identity of a subject, which can be a human user, a system, or an applica-
tion. The system’s approach to user authentication is designed to be extensible by supporting a variety of
authentication schemes. You configure authentication properties using the AAuutthheennttiiccaattiioonnSSeerrvviiccee in the
Nav tree.

All stations must have an AuthenticationService, with the Authenticator property for each user set
to one of the supported schemes.

When a station attempts a connection, it checks the user's login credentials (user name, password) against
the users under the station's UUsseerrSSeerrvviiccee. This process is called user authentication. The actual process de-
pends on the authentication scheme and on the type of connection:

• Workbench-to-station (FoxService)

When a user opens a station (FFiillee→→OOppeenn→→OOppeenn SSttaattiioonn), Workbench prompts for user name and pass-
word. When usingNiagara 4, this type of authentication defaults to the DigestScheme. Connections to
older software versions (NiagaraAX) default to the LegacyDigestScheme.

• HTTPs browser-to-station (WebService)

When a user opens a station from a browser, the system prompts for user name and password. The au-
thentication mechanism used depends on the scheme selected in the AuthenticationService.

• Station-to-station (FoxService)

As for a Workbench-to-station connection, a station-to-station connection requires an assigned authenti-
cation scheme and a pre-configured user name and password. The role assigned to a station user (ma-
chine-to-machine communication) should grant only the permissions needed by the accessing station.

UUsseerr aauutthheennttiiccaattiioonn cchheecckklliisstt

Use this checklist to verify that you completed all required tasks to set up user authentication.

Connections are secure (https rather than http; foxs rather than fox).

Each user has been created.

The authentication scheme has been selected for each user.

Credentials (user name and password) have been set up for each user.

User roles has been identified. You need to determine what each user can do with each component in
the system. Objects to protect are components, files, and histories. Each of these is assigned a
category.
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Roles have been created and assigned to each user. This assignment grants permission for the user
to access each category of object. The user’s role defines exactly what each user can do with each ob-
ject in the system.

The audit log has been set up for later analysis.

AAuutthheennttiiccaattiioonn sscchheemmeess

The authentication scheme verifies that a user is authorized to access a station. A station can support more
than one authentication scheme. Schemes may be added to or removed from the Authentication-
Schemes container in the AuthenticationService under the SSeerrvviicceess container. Additional schemes are
in the bbaajjaa and llddaapp palettes. Other schemes may be found in other palettes, and developers may create
new authentication schemes. Legacy connections, such as a Niagara 4 supervisor connected to a NiagaraAX
station use LegacyDigest, while N4 connections use the Digest scheme.

All authentication requests are routed through the system’s AuthenticationService. These default au-
thentication schemes are provided as standard components of the AuthenticationService:

• DigestScheme: With this scheme, a user password is never directly sent to the station. Instead, proof is
sent that the user knows the password.

• LegacyDigestScheme: With this scheme, several messages are passed back and forth to prove the cli-
ent knows the password. The client’s password is never actually transmitted, which helps protect the sys-
tem if another layer of security, such as secure TLS communication fails.

This scheme provides compatibility with stations running previous software versions. Stations running Ni-
agaraAX must have been upgraded with the following security updates: 3.8, 3.7u1, 3.6u4, or 3.5u4.

These schemes are available in the llddaapp palette:

• LdapScheme

• KerberosScheme

The ldap schemes require the use of an LDAP server and the setting of additional properties.

Schemes may be located in other modules. Third-party schemes may also be available.

Each user account is associated with a specific scheme as set up in the UserService PPrrooppeerrttyy SShheeeett. This
allows some user accounts to use one scheme, while other accounts use different schemes. For example, a
Digest or Basic scheme is appropriate for human users, whereas a Certificate or HTTP-Basic scheme is more
appropriate for devices. The system supports only schemes that have been added to the
AuthenticationService.

NNOOTTEE:: Deleting a scheme may leave your users with an invalid reference to a non-existent scheme.

SSttaattiioonn--ttoo--ssttaattiioonn uusseerrss

A station-to-station user requires a machine user as opposed to a human user.

By convention, a station-to-station user should be named something memorable (perhaps a name that is
unique to your company or even to a job site).

NNOOTTEE:: A station-to-station user should have only the permissions it requires. To improve system security,
do not make a station-to-station user a super user.

As with all user, human and machine, you should carefully guard user passwords. Although frequently a sta-
tion-to-station user is assigned a role with many admin-level Write permissions, every user, human and ma-
chine should be assigned roles that permit them (it) to access only the components required to do their job.

When adding this user, properties, such as Facets, Nav File, and Web Profile, which apply to browser
access are inconsequential.

NNOOTTEE:: Do not use a station-to-station user to log in as a human user to a station! Instead, you reference this
user in another station, when adding a NiagaraStation device under a NiagaraNetwork.
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AAddddiinngg oorr eeddiittiinngg aa uusseerr

Users define possible connections to the station. Under the station's Services container, a UUsseerrSSeerrvviiccee
provides a default UUsseerr MMaannaaggeerr view for you to add, delete, and edit users.

PPrreerreeqquuiissiitteess:: The UUsseerr MMaannaaggeerr view is open.

Step 1 Double-click the UUsseerrSSeerrvviiccee node in the station Nav tree.

The UUsseerr MMaannaaggeerr view opens.

Step 2 To create a new user, click the NNeeww button, otherwise, to edit an existing user select the user and
click the EEddiitt button.

The NNeeww window opens.

AAssssiiggnniinngg aauutthheennttiiccaattiioonn sscchheemmeess ttoo uusseerrss

Each user is assigned their own AuthenticationScheme. This allows different users to use different schemes
appropriate to the user type. Some schemes apply to both Fox and Web. Other schemes, such as HTTP-Ba-
sic, apply only to certain web logins (for example, Obix clients). These schemes do not work over Fox or even
via the form login.

PPrreerreeqquuiissiitteess:: The authentication scheme to use has been added to the AuthenticationService.

By default, each new station comes with the DigestScheme and LegacyDigestScheme already installed.
The DigestScheme is assigned to all users, so that in simple cases no additional setup is required.

Step 1 Right-click UserService in the Nav tree and click VViieewwss→→UUsseerr MMaannaaggeerr.

The UUsseerr MMaannaaggeerr view opens.

Step 2 Select the user and click EEddiitt.

The UserService PPrrooppeerrttyy SShheeeett opens.

Step 3 Scroll down to Authentication Scheme Name and expand the Authenticator section.

Step 4 To assign an authentication scheme, select the scheme from the Authentication Scheme Name
drop-down list.

Once these setup steps are complete, the station is ready for authentication.

PPaasssswwoorrdd mmaannaaggeemmeenntt

Managing passwords involves configuring the strength of the passwords to be used authentication scheme,
establishing the period of time after which the password expires, setting the warning period, and setting up
the password for each user.

The system supports three password features designed to strengthen access security:

• Password strength that may be configured for each authentication scheme.

• An expiration interval for a password

• Password history

SSeettttiinngg uupp ppaasssswwoorrdd ssttrreennggtthh

Strong passwords are recommended. Along with the other password features, password strength will frus-
trate any attempt to breach your system.

PPrreerreeqquuiissiitteess:: Authentication scheme has been added to the AuthenticationService.

Password strength is associated with the selected authentication scheme, for example, Digest or Baisc, but
not LDAP, for which password strength is managed by the LDAP server. You can create different strengths
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for different schemes and apply those schemes to different classes of user. For example, an administrator
could have stricter password strength requirements.

Once the New Station wizard completes, you can adjust the scheme's password strength properties as
needed. If changed for a scheme, any future password change for any station user (including the admin user)
requires the minimum values specified in the Password Strength properties.

NNOOTTEE:: Although you may reduce password strength by entering zeros for its property values, it is strongly
recommended that you retain a level of password strength similar to the default level, if not greater. For ex-
ample, you may wish to require at least one special and at least two upper case characters.

You configure password strength for each authentication scheme.

Step 1 Right-click the AuthenticationService in the Nav tree and click VViieewwss→→PPrrooppeerrttyy SShheeeett.

The AAuutthheennttiiccaattiioonnSSeerrvviiccee PPrrooppeerrttyy SShheeeett window appears.

Step 2 Expand the scheme and the GGlloobbaall PPaasssswwoorrdd CCoonnffiigguurraattiioonn→→PPaasssswwoorrdd SSttrreennggtthh container for
the scheme.

Step 3 Configure the minimum character requirements, Expiration Interval, Warning Period, and
Password History Length (5 or 10 characters).

Step 4 Do the same for any other scheme you plan to use and click SSaavvee.

SSeettttiinngg uupp ppaasssswwoorrdd ooppttiioonnss

In most cases, users create their own passwords. You may create a temporary password for each user in the
UserService and require them to change the password at their next login. You may also configure the
password expiration date.

PPrreerreeqquuiissiitteess:: The authentication scheme you need is available in the AuthenticationService.

Step 1 Right-click UserService and click VViieewwss→→PPrrooppeerrttyy SShheeeett in the Nav tree.

Step 2 Open the user’s PPrrooppeerrttyy SShheeeett.

Step 3 Expand the user whose password you want to set.

Step 4 Scroll down and expand the AAuutthheennttiiccaattoorr→→PPaasssswwoorrdd CCoonnffiigg container under the user name.

Force Reset At Next Login defaults to true.

Step 5 To allow the user to continue using the same password, set Force Reset At Next Login to
false.

Step 6 Set the password expiration date, scroll down and click OOKK.

SSeettttiinngg uupp aa uusseerr''ss ppaasssswwoorrdd

You configure user passwords through the UserService. If you are accessing the UserService from a browser,
your connection must be secure (https) or you will be unable to set the password.

Step 1 Double-click UUsseerrSSeerrvviicceess in the Nav tree and double-click the user record.

Step 2 To view the password properties, expand the AAuutthheennttiiccaattoorr.

Step 3 Enter and confirm the password, then click OOKK.

LLooggggiinngg oonn ttoo aa ssttaattiioonn

Using TLS, a secure communication session is established before the system asks for your user credentials.
When you log on using the station Authentication window, the system confirms your identity, which deter-
mines your Nav tree configuration and the components you have permission to access. The system is de-
signed to require minimum interaction while providing a secure connection and ensuring authorized access.
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PPrreerreeqquuiissiitteess:: An authentication scheme has been assigned to each user, and a user name and password
created.

This procedure demonstrates user authentication using the default DigestScheme.

Step 1 Open the station.

The system opens a station CCoonnnneecctt window.

This window initiates the process of verifying the server.

Step 2 Enter the IP address or confirm the default address and click OOKK.

If no matching root CA certificate can be found in the client’s System or User Trust Stores, the sys-
tem presents a default certificate for your approval.

Step 3 If you are presented with a certificate, make sure you recognize the certificate’s Issued By and
Subject properties.

CCAAUUTTIIOONN:: Do not approve a certificate if you do not recognize these properties. The weakest link
in the security chain is the user who simply clicks OK without thinking.

The system displays the station AAuutthheennttiiccaattiioonn window.

Step 4 If you are logging on for the first time, enter your user name.

Stations can have many authentication schemes. The first time you log on to a new station the sys-
tem allows you to enter the Username. It uses this information to determine what authentication
scheme to use. After that initial logon, you cannot change the user because another user may use a
different scheme with different credential requirements. The Change User link provides a way for
a different user with a different authentication scheme to log on.

Step 5 To change to a different user, click the Change User link and enter a different name.

Step 6 Enter your station password, select Remember these credentials and click OOKK.

When you select the Remember these credentials check box, the system saves the last user
name and password you entered and defaults to them the next time you log on.

This procedure establishes a secure TLS connection to the station using the Foxs protocol over port 4911
(this is the default port).

The default logon threshold is five attempts. If you make five unsuccessful attempts to log in during a 30-sec-
ond period the system locks you out for 10 seconds. You may change the logon threshold in the
UserService.
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To log off, close Workbench or the browser.

Each authentication scheme supports its own audit log, including saving date, user, and event. This informa-
tion is written to the AuditHistory in the following location: SSttaattiioonn→→HHiissttoorryy→→<<ssttaattiioonn nnaammee>>→→AAuuddiittHHiiss--
ttoorryy. Permission must be assigned to this file in the RoleService to grant a user access to view it.

CChhaannggiinngg yyoouurr ppaasssswwoorrdd

Based on the password configuration, the system warns you when your password is about to expire. You can
only change your password when required to do so by the system. Follow the login prompts.

UUsseerr aauutthheennttiiccaattiioonn ttrroouubblleesshhoooottiinngg

Once authentication is configured and passwords assigned, very little can go wrong.

II aamm aatttteemmppttiinngg ttoo sseett uupp nneeww uusseerrss uussiinngg aa bbrroowwsseerr,, aanndd tthhee NNeeww bbuuttttoonn iiss nnoott aavvaaiillaabbllee..

This is a security control. Most likely the Secure Only Password Set is on (set to true), and you have
made a regular connection (http) to the platform/station. When a secure connection is required, you must
make a secure connection (https) to the platform/station to set the password.

MMyy ccrreeddeennttiiaallss wweerree wwoorrkkiinngg,, bbuutt tthheeyy nnoo lloonnggeerr aallllooww mmee ttoo lloogg iinn..

• Your password may have expired.

• You may not have permission to access this station. Check with your manager.

• The credentials cache may have become corrupted causing the saved credentials to no longer work.
Clear the Remember these credentials check box, re-type the password or clear your computer’s
cache.

• There is a problem with the configuration of the authentication scheme. For example, if you are using the
LDAP scheme, the port is blocked by a firewall or the wrong LDAP host name or port has been config-
ured. Refer to the documentation for the LDAP scheme.
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CChhaapptteerr 33 AAuutthhoorriizzaattiioonn mmaannaaggeemmeenntt

Topics covered in this chapter
♦ Component permissions checklist
♦ Component permission level
♦ Categories
♦ Roles and permissions
♦ Component permissions troubleshooting

Once a human or remote station user is authenticated, authorization to access station components is based
upon the permission level assigned to each slot, the category(ies) into which components are grouped, and
the role assigned to each user. All configuration is stored in the system database, using services, compo-
nents, and component views.

FFiigguurree 55 Station security configuration includes categories, roles and users

1. Beginning at the top of the diagram, the permission level may be configured on each component as
needed. You change the default permission level for a component by turning the Operator config flag
for the slot on or off.
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2. Categories organize components, files and histories into groups. You may assign each component to a
group or create a NEQL query (a search) that assigns components to groups based on an identifying tag
already associated with the component. This is a tagged category. You set up categories using the CCaattee--
ggoorryy MMaannaaggeerr view (CategoryService).

3. Roles associate permissions to read, write, or invoke an action on a category of system components with
a generic name, such as Manager, Foreman or Maintenance crew. You set up roles and permissions using
the RRoollee MMaannaaggeerr view (RoleService). The NNeeww SSttaattiioonn wizard installs the Admin role. This special
super user cannot be modified or configured, and does not appear in the RRoollee MMaannaaggeerr.

4. Human and machine users are assigned to roles for the purpose of granting users the right to read, write
and invoke actions on components. You assign roles to individual users using the UUsseerr MMaannaaggeerr view
(UserService).

CCoommppoonneenntt ppeerrmmiissssiioonnss cchheecckklliisstt

Use this checklist to verify that you completed all required tasks to set up roles and permissions.

Categories have been set up and basic categories assigned to components.

System components that require access control have been identified.

The Permission level config flag has been set on component slots.

Basic and tagged categories have been set up.

Basic categories have been assigned to components.

Roles have been created and permissions granted.

Roles have been assigned to users.

Station security has been tested.

CCoommppoonneenntt ppeerrmmiissssiioonn lleevveell

The component permission level is a config flag associated with the slot. The configuration of this flag begins
the process of granting permission to access individual component slots.

• If the component slot’s Operator config flag is cleared (unchecked), the slot is configured for the admin
permission level. A user must be assigned a role with at least the minimum permission set in the RRoollee
MMaannaaggeerr view to admin-level Read (R).

• If the slot’s Operator config flag is set (checked), the slot is configured for the operator permission lev-
el, and can be accessed by a user who has been assigned a role with the minimum permission set in the
RRoollee MMaannaaggeerr view to operator-level read (r). In other words, any user assigned this role may access
the slot at least to read it.

With the admin permission level, users can see and change slot flags from the slot sheet of any component.
By default, most slots are configured for the admin permission level (the out slot is typically set to the oper-
ator permission level).

CChhaannggiinngg aa ccoommppoonneenntt CCoonnffiigg ffllaagg

Config flags set up system features at the component level.

Step 1 Display the component slot sheet.

Step 2 Right-click the slot and click CCoonnffiigg FFllaaggss.

The Config Flags editor appears.

46 August 18, 2015



Station Security Guide Chapter 3 Authorization management

Step 3 Click in the Operator check box to set the config flag and click OOKK.

UUsseerrSSeerrvviiccee ppeerrmmiissssiioonn lleevveellss

By design, the UserService component enjoys a special permission level scheme—one that varies from
the scheme described for other component access.

By default, these user properties appear as slots in the UserService:

• Email

• Password

• Cell Phone Number

• Facets (time format and unit conversion)

The Operator config flag for these slots may be enabled (checked) and disabled (unchecked) just as you
would configure the permission level on any other slot. The special scheme that applies only to the User-
Service component yields the following results:

• If the operator permission level is enabled (Operator checked) on the slot, and the role assigned to
the user grants read permission (r), the user is allowed read-only access to the user properties (email,
password, etc.) on their own user account (all other users are hidden).

• If the operator permission level is enabled (Operator checked) on the slot, and the role assigned to
the user grants write permissions (rw), the user is allowed both read and write access to the user proper-
ties on their own user account (all other users are hidden). This is the configuration required to allow a
user to change their own password.

• If the admin permission level is enabled (Operator unchecked) on the slot, and the role assigned to a
user grants read permission (rR), the user is allowed read-only access to all user properties for all available
users.

• If the admin permission level is enabled (Operator unchecked) on the slot, and the role assigned to a
user grants write permissions (rwRW), the user is allowed both read and write access to all properties for
all available non-super users. Moreover, they have access to the UUsseerr MMaannaaggeerr, and can add new users
and delete selected users. In addition, the PPeerrmmiissssiioonnss BBrroowwsseerr view of the UserService is available
to them.

NNOOTTEE:: A user cannot assign permissions to other users that they do not have themselves. For example, a
non-super user cannot make another user a super user.

To allow each user to change their own password, but not have access to other users’ passwords, you would
set the config flag for the Authenticator slot to the operator permission level (checked; this is the de-
fault for this slot), and assign a role to the user that grants operator-level write (rw) permissions.

All non-super user roles should be configured for operator-level write (rw) permissions applied to the cate-
gory that contains the UserService. (By default, the NNeeww SSttaattiioonn WWiizzaarrdd assigns the UserService to
the Admin named category (category 2), along with the CategoryService.)
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NNOOTTEE:: Any user granted super user permissions has access to all components, and can add more super
users.

CCaatteeggoorriieess

Categories are groups to which each station component may be assigned for the purpose of managing who
has permission to access the component.

The system provides three types of categories:

• Basic (or explicit) categories are groups (collections) to which you assign each component.

Each component maintains a bitmap for basic category membership. The default eight categories con-
sume one byte and each increment of eight categories you add consumes an additional byte (1–8, 9–16,
17–24, and so on) in the component record.

• Inherited categories are passed down from component parent to component child.

• Tagged categories do not require direct assignment. Instead they use a Tag Query (NEQL,Niagara En-
tity Query Language query) to identify the components that belong in each category based on the tags
set up for the component when it was added to the system.

All components must be assigned to at least one basic category, either an explicit assignment, or an inher-
ited assignment from a parent component. Beyond this assignment, which type of category to use depends
on your needs. You may use explicit, inherited and tagged categories at the same time.

TTIIPP:: If you are installing a new system, tagged categories may take time to set up initially, but they will save
you time when adding new components in the future. To use tagged categories, the tag must be on the
component, then the category automatically groups all components that share the same tag. This saves you
having to assign each new component to a category

BBaassiicc ccaatteeggoorriieess

The system maintains basic categories as indexes in an array. You individually assign components in the sta-
tion to each category. Subsequently, you set up roles to grant permission to access components based on
the category you associated with each component. Finally, you assign a role to each user.

A new station (created using the New Station wizard) comes with two default basic categories:

• User (Category 1)

• Admin (Category 2)

As the names imply, regular users may view and modify some station objects. Only administrators should
have permission to access other objects. All objects default to the User category except for these, which de-
fault to the Admin category:

• The configuration services: UserService, CategoryService, and ProgramService

• All files (the entire file space)

You may add basic categories as needed. For example, you could group components by equipment type,
such as Lighting, Door access, and HVAC. An alternate scheme might group components by geography:
Floor 1, Floor 2, and Floor 3. How you group components depends on your overall building model, and
specifically on how you plan to set up roles, permissions and users.

NNOOTTEE:: Basic categories use station memory. To improve system performance, minimize the number of cat-
egories, and keep category indexes contiguous.

CCaatteeggoorryy mmaannaaggeemmeenntt

The procedures for managing categories are the similar for both basic and tagged categories.
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AAddddiinngg aanndd eeddiittiinngg aa bbaassiicc ccaatteeggoorryy

You add and edit basic categories using the CCaatteeggoorryy MMaannaaggeerr.

Step 1 Right-click the CCaatteeggoorryySSeerrvviiccee and click VViieewwss→→CCaatteeggoorryy MMaannaaggeerr.

The CCaatteeggoorryy MMaannaaggeerr view opens.

The rows in the CCaatteeggoorryy MMaannaaggeerr view represent existing categories.

Step 2 Do one of the following:

• To edit the name or index of an existing category, double-click the category row in the table.

• To create a new category, click the NNeeww button.

Step 3 In the NNeeww window, choose Category for Type, select the number of categories to add, and click
OOKK.

Selecting Category from the Type list allows you to assign a name to one or more basic
categories.

Step 4 Enter a name and an index for each category and click OOKK.

The name(s) replace the default “Category 1,” “Category 2”, etc. names.

AAssssiiggnniinngg aa ccoommppoonneenntt ttoo aa bbaassiicc ccaatteeggoorryy

You use the CCaatteeggoorryy BBrroowwsseerr to assign individual components to basic categories. Components may be-
long to more than one category at the same time. You cannot explicitly assign objects to tagged categories.
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Step 1 Right-click Expand CCaatteeggoorryySSeerrvviiccee in the Nav tree and click VViieewwss→→CCaatteeggoorryy BBrroowwsseerr in the
Nav tree.

The CCaatteeggoorryy BBrroowwsseerr view appears. Use this view to assign components to categories.

By default this view shows the component types collapsed into rows in a tree structure: Alarm,
Config (components), File, and History. The columns represent the categories in the station. The
column titles identify the categories.

Gray columns identify tagged categories, which do not require manual component-to-category as-
sociations. This column cannot be edited in the CCaatteeggoorryy BBrroowwsseerr. Any component with a tag that
satisfies the NEQL query is visible in the CCaatteeggoorryy BBrroowwsseerr.

Step 2 To view all components that have category assignments, click the binocular icon ( ) on the
toolbar.

All components appear in the table.

Step 3 Use the expandable tree to navigate to components of interest in the table. To return to the pre-
vious collapsed view, select the Category Browser from the drop-down list of views.

Step 4 As needed, in any component row, click either:

• In the category column to assign a component to a category or click again (toggle) to remove
the component assignment from the category.

• In the Inherit column to assign a component to any of the categories its parent is assigned to.

NNOOTTEE:: With the exception of the root components, Alarms, Config, Files, and History, each object
must belong to at least one basic category or inherit its parent’s category assignments. The root
objects cannot inherit. They must belong to one or more categories.

Using the CCaatteeggoorryy BBrroowwsseerr to assign a component to a basic category updates the component’s category
bitmap. Copying the component to another station or saving it in a bog for reuse includes the category
bitmap.

DDeelleettiinngg aa ccaatteeggoorryy nnaammee

You delete a category name using the CCaatteeggoorryy MMaannaaggeerr.
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PPrreerreeqquuiissiitteess:: The category has been added. You are viewing the Category Manager.

Step 1 To delete a category name, click the row in the CCaatteeggoorryy MMaannaaggeerr view and press DDeelleettee or
right-click the row and click DDeelleettee.

Deleting a category name changes the name back to the generic index name of Category 1, 2, etc. It does
not remove the category index from the object(s) with which it is associated.

RRoolleess aanndd ppeerrmmiissssiioonnss

Once a user has been authenticated, the user is granted or denied the right to access each protected object
in the system using a permissions map (a category-based matrix), which is defined by the role assigned to
the user. Permissions define the rights a user has within each category of station objects.

Roles ease the management of permissions for a large number of users. The permissions for a group of users
who are assigned to the same role can be updated by changing the role. This saves having to update each
user’s permissions individually.

For example, if 40 operators need access to a new component in the station, you may need to update only
their shared operator role, and then only if a category has been added or permissions need to be changed.
The initial configuration of a station’s security, which involves object permission levels, object categories,
roles (permissions) and users may take time to design and set up in some configurations, but the trade off is
worth the future time saved when updating the permissions of more than one user at a time.

AAddddiinngg rroolleess aanndd ppeerrmmiissssiioonnss

You add roles using the station’s RRoollee MMaannaaggeerr view (RoleService).

PPrreerreeqquuiissiitteess:: Operator config flag enabled for any restricted components. Categories created and any
basic categories assigned to components.

Most companies require as a minimum, an administrator (super user) role, a manager role, and a regular user
or operator role.

Step 1 Right-click RRoolleeSSeerrvviiccee in the Nav tree, click VViieewwss→→RRoollll MMAAnnaaggeerr.

The RRoollee MMaannaaggeerr view opens.

Step 2 Click the NNeeww button, enter the number of roles to create in the pop-up window and click OOKK.

The system displays the NNeeww window with a row for each role you are creating.
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Step 3 Name each role.

Step 4 To configure a role as a super user, click the Permissions check box for Super User.

The built-in Admin role grants all possible rights for every category (super user). Only when logged
in as the Admin user, or another super user, can you assign super user rights using the Super User
check box.

In general, assigning super user rights should be strictly limited and based on special needs. For ex-
ample, a Supervisor station may need super user rights to connect with other station clients (ma-
chine login vs. login by a person) in scenarios where Program objects are exported from stations
using ExportTags. Human users may need super user rights to add and edit Program or Robot
components.

CCAAUUTTIIOONN:: Do not make it a common practice to give station-to-station users admin privileges. If
your network is breached, a station-to-staion user could occasion significant damage without draw-
ing attention to what is happening.

Step 5 To set up individual permissions, click the chevron at the end of the Permissions property.

The PPeerrmmiissssiioonnss map appears.

The first column, Category, lists the groups to which you may grant permission. The Operator and
Admin columns relate to the permissions level configured on each component. Below these head-
ings are the cells to use for assigning one of three permissions to each category:

• R = Read allows the user to view the object.

• W = Write allows the user to change the object.

• I = Invoke allows the user to initiate an action related to the object.

Depending on how the permission level is set on the slot, six permissions are derived:

• To allow a user to view operator-level information, check the Operator config flag on the slot
and select the Operator R column on the permission map.

• To allow a user to modify operator-level information (if it is not read-only), check the Opera-
tor config flag on the slot and select the Operator W column on the permission map.

• To allow the user to view and invoke operator-level operations (actions), check the Operator
config flag on the slot and select the Operator I column on the permission map

• To allow the user to view admin-level information, leave the Operator config flag unchecked
on the slot and select the Admin R column on the permission map.

• To allow the user to modify admin-level information (if it is not read-only), leave the Operator
config flag unchecked on the slot and select the Admin W column on the permission map.
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• To allow the user to view and invoke admin-level operations (actions), leave the Operator con-
fig flag unchecked on the slot and select the Admin I column on the permission map.

When you assign permissions, higher-level permissions (green check marks) automatically include
the lower-level ones (gray check marks). For example, if you enable admin-level write (W), the sys-
tem automatically enables admin-level read (R), as well as operator-level read and write (rw).

Step 6 Click the cell to assign a permission and click OOKK.

The permissions appear in the Permissions property.

Step 7 To finalize permissions, click OOKK.

AAddddiinngg aa ccoommppoonneenntt

Adding a component to your building model involves dragging the component from a palette, possibly set-
ting the CCoonnffiigg FFllaagg on the component slot, and configuring the component to assign it to a category. A
component may be a new network, device or service.

PPrreerreeqquuiissiitteess::

• If required, you have a license to add the component to your model.

• Any categories, roles (permissions) to assign to the component have been set up.

• The users who will access the component exist in the system.

Step 1 Open the palette that contains the component module.

Step 2 Expand the Nav tree to view the SSeerrvviicceess or DDrriivveerrss container.

Step 3 Do one of the following:

• Drag the component from the palette to the PPrrooppeerrttyy SShheeeett or DDrriivveerr MMaannaaggeerr.

• Drag the component to the appropriate SSeerrvviicceess or DDrriivveerr container in the Nav tree

The NNaammee window opens.

Step 4 Change the name of the component, or use the default name and click OOKK.

Step 5 If you need to configure the permission level for the new component slot, right-click the compo-
nent in the Nav tree and click SSlloott SShheeeett, then right-click the slot and click CCoonnffiigg FFllaaggss.

• Leave the Operator config flag unchecked for the admin permission level (this level allows
read and write access).

• Toggle this flag (checked) for the operator permission level (this level restricts user access to
a minimum of read-only permission).

Step 6 To assign the component to a category, do one of the following:

• If a tagged category exists, set up a tag on the component that will satisfy the tagged cate-
gory’s NEQL query.

• If you are using basic categories, add the component to the category using the CCaatteeggoorryy
BBrroowwsseerr or directly to the component using the component’s CCaatteeggoorryy SShheeeett.

Step 7 If you created a new basic category, update the role assigned to users of this component to include
permissions for the new component, otherwise confirm that the role includes the category.

Step 8 Confirm that component SSttaattuuss is {ok}.

You are ready to configure the component.

EEddiittiinngg rroolleess aanndd ppeerrmmiissssiioonnss

The primary reason for editing a role is to update permissions.
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PPrreerreeqquuiissiitteess:: The permission level is set appropriately on all components. Categories have been created.
Roles have been created.

Step 1 Right-click Expand RRoolleeSSeerrvviiccee in the Nav tree and click VViieewwss→→RRoollll MMaannaaggeerr .

TheRole Manager view opens.

Step 2 Double-click the row for the role to edit or select the row and click the EEddiitt button.

The EEddiitt window opens.

Step 3 To change permissions, click the chevron to the right of the Permissions property.

The PPeerrmmiissssiioonnss map appears.

Step 4 Update the permissions as needed and click OOKK.

Step 5 To finalize the changes, click OOKK.

AAssssiiggnniinngg rroolleess ttoo uusseerrss

This task associates the permissions defined by a specific role with each user.

PPrreerreeqquuiissiitteess:: Roles and users have already been created.

Step 1 Right-click UUsseerrSSeerrvviiccee in the Nav tree, click VViieewwss→→UUsseerr MMaannaaggeerr .

Step 2 Double-click the user’s row in the UUsseerr MMaannaaggeerr.

The user’s PPrrooppeerrttyy SShheeeett appears.

Step 3 For the Roles property, select one or more role names by clicking in the check box and click OOKK.

CCoonnffiirrmmiinngg aacccceessss sseeccuurriittyy

You should test each user’s access rights before allowing users to use the system.

Step 1 Log out of the station.

Step 2 Log back in as a user that represents each role.

Step 3 Confirm that the Nav tree shows only those components to which the user has read, write or in-
voke action rights.

RReevviieewwiinngg ppeerrmmiissssiioonnss

The PPeerrmmiissssiioonnss BBrroowwsseerr displays the rights granted to each role.

PPrreerreeqquuiissiitteess:: Roles exist with permissions granted.

Step 1 Log in to the station as a super user or as the Admin user.

Step 2 Right-click RRoolleeSSeerrvviiccee in the Nav tree and click VViieewwss→→PPeerrmmiissssiioonnss BBrroowwsseerr .
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Step 3 Expand the Nav tree to view role permissions.

NNOOTTEE:: Although you may double-click any object row in the PPeerrmmiissssiioonnss BBrroowwsseerr, view the permissions
map and update permissions for an individual user, this method of updating permissions does not change
the permissions as configured in the user’s role.

AAnncceessttoorr ppeerrmmiissssiioonnss

Often, you may wish to grant a user the right to access components using categories that are not included in
the component’s parent, such that, permissions to a component's ancestor tree are not explicitly granted. In
this case, the system automatically grants operator permission level read-only access to all ancestor com-
ponents in the component tree. Otherwise, a user would be unable to navigate to target component in the
Nav tree.

This automatic ancestor permission level assignment is done by the station periodically, but you can force it
at any time with a right-click UUppddaattee action on the CCaatteeggoorryySSeerrvviiccee node in the Nav tree.

FFiillee ppeerrmmiissssiioonnss

By default, the New Station Wizard assigns the entire station’s File space to category 2 (Admin). A station's
config.bog file and config.bog.backup files are not accessible (even by super users) in the station's file space.
If needed, other station files and folders may be hidden from a remote station.

Users typically require that the role assigned to them have operator-level read permission on station file
folders, such as ^nav, ^px, ^images, ^html, and so on. However, permissions higher than an operator-level
read on the Admin category should only be assigned to selected users on an as-needed basis. In most situa-
tions, creating a new category containing only the components a user needs to access is a more appropriate
solution.

Largely, rights granted to access categories that are used by files and folders are operator-level permis-
sions as follows:

• Files require operator-level read (r) access to view, and operator-level write (rw) access to edit a file (if
applicable). For instance, a user with operator-level write and write (rw) access to an .html file can modi-
fy it using the Text File Editor in Workbench.

• Folders (directories) require operator-level read (r) access to list and to copy child files, and operator-
level write (rw) access to create new (or delete existing) child files.

A few views of files require admin-level Write (rwRW) permissions to access, such as the Nav File Editor
for a Nav file. There are also these special case file permissions:

• The system automatically restricts any system module files to operator-level read (r) access.

• If a user is not a super user, the system denies all access outside of the station's home directory.

• Users need admin-level Read (rwRW) access to see a Supervisor station's ^provisioningNiagara
folder (written to by the Supervisor's provisioning mechanism).

• If you have a developer license, your system includes an additional category called NModuleDevFilePer-
mission. This category grants rwRW permission to access all system modules.

HHiissttoorryy ppeerrmmiissssiioonnss

Histories require that the operator permission level be set and operator-level read (r) permission granted
by the role to access all available views.

History views include History Chart, Collection Table, and History Table). This includes the ability to rename
a history.
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CCoommppoonneenntt ppeerrmmiissssiioonnss ttrroouubblleesshhoooottiinngg

To begin troubleshooting component permissions, go back and review your original design and double-
check all configuration properties.

II ccaann ssuucccceessssffuullllyy lloogg iinn ttoo aa ssttaattiioonn,, bbuutt II ggeett tthhee mmeessssaaggee,, ““UUsseerr username ddooeess nnoott hhaavvee aacccceessss ttoo
tthhee ssttaattiioonn.. CChheecckk ppeerrmmiissssiioonnss..””

The user name you used to log in with is an authentic user name, but either no role has been associated with
the user or the permissions contained in the role configuration do not allow the user to access the station.
Log in with a user that has permission to access the station and update the configuration. A role needs per-
missions on at least one component for a user to be able to access the station.

II sseett uupp ccaatteeggoorriieess aanndd rroolleess,, bbuutt mmyy uusseerrss ccaann ssttiillll aacccceessss ssoommee ccoommppoonneennttss tthheeyy sshhoouulldd nnoott bbee aabbllee
ttoo aacccceessss aanndd ccaannnnoott aacccceessss ootthheerrss tthhaatt tthheeyy sshhoouulldd bbee aabbllee ttoo aacccceessss..

Confirm that you configured the component permission level correctly for each component.

Open the CCaatteeggoorryy BBrroowwsseerr and review the categories the user has permission to access. Verify that there
are no unexpected components in the categories.

MMyy uusseerrss ccaannnnoott cchhaannggee tthheeiirr oowwnn ppaasssswwoorrddss..

You need to assign a role to each user that grants write access (rw) to the Password slot on the
UserService.
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CChhaapptteerr 44 RReeffeerreennccee

Topics covered in this chapter
♦ Components
♦Windows
♦ Plugins (views)

The topics that follow provide detailed documentation for each component and plugin that supports this
system feature.

CCoommppoonneennttss

Components include services, folders and other model building blocks. They may be dragged and dropped
onto a property or wire sheet from a palette.

The descriptions included in the following topics appear as headings in documentation. They also appear as
context-sensitive help topics when accessed by:

• Right-clicking on the component and selecting VViieewwss→→GGuuiiddee HHeellpp

• Clicking HHeellpp→→GGuuiiddee OOnn TTaarrggeett.

AAuutthheennttiiccaattiioonnSSeerrvviiccee

This component manages how users verify their identity to the station, using authentication schemes. Some
schemes require password configuration, others do not. The AAuutthheennttiiccaattiioonnSSeerrvviiccee node is located in the
SSeerrvviicceess container.

FFiigguurree 66 Authentication Schemes Property Sheet

The NNeeww SSttaattiioonn wizard installs two default authentication schemes:
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• DigestScheme provides SCRAM-SHA256 (Salted Challenge Response Authentication Mechanism) tech-
nology for connecting Niagara 4 entities. Several messages are passed back and forth to prove the client
knows the password.

• LegacyDigestScheme provides compatibility with stations running a previous software version.

Schemes available in the ldap palette include:

• LdapScheme

• KerberosScheme

Additional schemes may be added in the future. Some may reside in other palettes. Developers may also
create authentication schemes for special circumstances. You pick the one or two schemes you wish to use,
drag them from the palette and drop them directly under the AAuutthheennttiiccaattiioonnSSeerrvviiccee in the Nav tree.

DDiiggeessttSScchheemmee ccoommppoonneenntt

This is an authentication scheme that uses SCRAM-SHA256 (Salted Challenge Response Authentication
mechanism). One of the default schemes, this component is located in the baja palette.

When using the DigestScheme, the password is never sent across the wire. Instead, the client sends proof
that they know the password.

GGlloobbaall PPaasssswwoorrdd CCoonnffiigguurraattiioonn

These properties configure password requirements for a particular authentication scheme. You access them
by expanding SSttaattiioonn→→CCoonnffiigg→→SSeerrvviicceess→→AAuutthheennttiiccaattiioonn→→AAuutthheennttiiccaattiioonn SScchheemmeess and double-clicking
one of the schemes.

FFiigguurree 77 Global Password Configuration properties

SScchheemmee pprrooppeerrttiieess

Property Value Description

Password Strength several sub-
properties

See Password strength properties, page 59

Expiration Interval number of days,
hours, minutes and
seconds

Defines the length of time from when the password is created
until it is no longer valid. When this period of time expires, the
system denies access.
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Property Value Description

Warning Period number of days,
hours, minutes and
seconds

Defines how many days of warning a user receives prior to the
expiration of the password.

Password History
Length

number Defines how many previously used passwords the system
remembers.

PPaasssswwoorrdd ssttrreennggtthh pprrooppeerrttiieess

Property Value Description

Minimum Length number Indicates the total number of characters required.

Minimum Lower
Case

number Indicates the minimum number of lower case letters required.

Minimum Upper
Case

number Indicates minimum number of upper case letters required.

Minimum Digits number Indicates the minimum number of digits (1, 2, 3 etc.)

Minimum Special number Indicates the number of special characters required. For exam-
ple: ! @ # $ % ^ , . ; etc.

HHTTTTPPBBaassiiccSScchheemmee

This authentication scheme performs HTTP-Basic authentication using standard HTTP headers. It only works
via the web, and is intended for clients that cannot use cookies. In this authentication scheme, the user name
and password are sent over the connection. This component is located in the baja palette.

LLeeggaaccyyDDiiggeessttSScchheemmee

This default authentication scheme provides backward compatibility with stations running a previous soft-
ware version. This component is located in the baja palette.

This authentication scheme provides compatibility with these : NiagaraAX versions:

• 3.5u4

• 3.6u4 and up

• 3.7u1 and up

• any 3.8 version

Earlier version of NiagaraAX do not support the LegacyDigestScheme.

CCaatteeggoorryySSeerrvviiccee

The CategoryService allows you to add and edit component categories. It is located in a station's SSeerrvv--
iicceess container.
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PPrriimmaarryy pprrooppeerrttyy

FFiigguurree 88 CategoryService property sheet

In addition to being the container for child categories, the CategoryService has only one slot: Update
Period.

Property Value Description

Update Period hours minutes
seconds

Sets the interval at which the system automatically assigns an-
cestor permissions. The default value is one (1) minute. If you
assign a zero value, the system disables this feature.

UUsseerr,, AAddmmiinn aanndd aaddddiittiioonnaall bbaassiicc ccaatteeggoorryy pprrooppeerrttiieess

Property Value Description

Status
[component]

text Read-only field. Indicates the condition of the component at
last polling.

• {ok} indicates that the component is polling successfully.

• {down} indicates that polling is unsuccessful, perhaps be-
cause of an incorrect property.

• {disabled} indicates that the Enable property is set to
false.

• fault indicates another problem.

Mode
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Property Value Description

Fault Cause text Read-only field. Indicates why the network, component, or ex-
tension is in fault.

Index integer Sequential number that identifies the property in the station.

TTaaggggeedd ccaatteeggoorryy pprrooppeerrttiieess

Property Value Description

Tag Query Name text A descriptive name to represent the results of the search.

Tag Query NEQL A NEQL query. This property is required when Type is Tagged
Category.

RRoolleeSSeerrvviiccee

The RRoollee MMaannaaggeerr, which is the default view for this service, allows you to create, edit and delete roles. It is
located in the station’s SSeerrvviicceess container.

FFiigguurree 99 Role Manager view

The system creates the admin role by default and grants it super user permissions. The admin role does not
appear in the RRoollee MMaannaaggeerr view and you may not delete it.

Column or field Value Description

Name text Identifies the role to be assigned to one or more users. Role
names are case sensitive.

Permissions text Associates a name with a specific set of permissions.

Viewable
Hierarchies

text Identifies the hierarchies this user may view.

Type Role (default) Identifies the type of entity being created.

Number to add number Allows you to create many rows at once in the RRoollee MMaannaaggeerr
view’s table.
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NNeeww rroollee wwiinnddooww

FFiigguurree 1100 New Role window

Column or field Value Description

Type Role (default) Identifies the type of entity being created.

Number to add number Allows you to create many rows at once in the RRoollee MMaannaaggeerr
view’s table.

NNeeww rroollee pprrooppeerrttiieess

FFiigguurree 1111 New role properties

Property Value Description

Name

Permissions

Viewable
Hierarchies

UUsseerrSSeerrvviiccee pprrooppeerrttyy sshheeeett

This service manages all system users: human and machine. It is located in the station’s SSeerrvviicceess container.

PPrrooppeerrttyy SShheeeett

Property Value Description

Lock Out Enabled

Lock Out Period

Max Bad Logins
Before Lock Out

Lock Out Window

Secure Only Pass-
word Set

User Prototypes multiple properties See
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FFooxxSSeerrvviiccee

To view these properties expand the SSeerrvviicceess folder in the Nav tree, right-click FFooxxSSeerrvviiccee→→VViieewwss→→PPrroopp--
eerrttyy SShheeeett.

FFiigguurree 1122 Example of FoxService properties

Type Value Description

Fox Port 1911 (default)
Tcp (default)

Public Server Port specifies the port number for standard
Fox communication.

Ip Protocol specifies the protocol.

Fox Enabled true (default) or
false

When set to true, turns on a standard Fox connection (no
communication encryption) using port 1911. When enabled,
Http Enabled in the WebServicemust also be set to true
(for wbapplet use).

When set to false, turns off the standard Fox connection
causing the system to ignore attempts to connect using Fox
port 1911. If Foxs Only is enabled, this setting (false for
Fox Enabled) is irrelevant.

Foxs Port 4911 (default)
Tcp (default)

Public Server Port specifies the port number for standard
Fox communication.

Ip Protocol specifies the protocol.

Foxs Enabled true (default) or
false

When set to true, turns on secure Fox communication using
port 4911. When enabled, https Enabled in the WebSer-
vicemust also be set to true (for webapplet use).

When set to false, turns off the secure Fox connection caus-
ing the system to ignore attempts to connect using Foxs port
4911.
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Type Value Description

Foxs Only true or false
(default)

When set to true redirects any attempt to connect using a
connection that is not secure (Fox alone) to Foxs.

When set to false, does not redirect attempts to connect us-
ing Fox alone.

Foxs Min Protocol drop-down list
TLSv1.0+
(default)
TLSv1.1+
TLSv1.2

The minimum level of the TLS (Transport Layer Security) proto-
col to which the server will accept negotiation. The default in-
cludes versions 1.0, 1.1 and 1.2. It works with most clients,
providing greater flexibility than an individual version.

During the handshake, the server and client agree on which
protocol to use.

Change PPrroottooccooll from the default if your network requires a
specific version or if a future vulnerability is found in one of the
versions.

Foxs Cert drop-down list of
server certificates;
defaults to
tridium

Specifies the alias of the host platform’s server certificate,
which the client uses to validate server authenticity. The de-
fault identifies a self-signed certificate that is automatically cre-
ated when you initially log in to the server. If other certificates
are in the host platform’s key store, you can select them from
the drop-down list.

Request Timeout hours, minutes,
seconds (default: 1
minute)

Specifies the time to wait for a response before assuming a
connection is dead.

Socket Option
Timeout

hours, minutes,
seconds (default: 1
minute)

Specifies the time to wait on a socket read before assuming
the connection is dead.

Socket Tcp No
Delay

true (default) or
false

Used to disable Nagle's algorithm, which may cause issues
with delayed acknowledgements that occur in TCP socket
communications between Fox clients and servers. The default
disables Nagle's algorithm.

In Workbench, you can enter this line in the system.proper-
ties file to adjust this setting: niagara.fox.tcpNoDelay=
true.

Keep Alive Interval hours, minutes,
seconds (default: 5
seconds)

Sets the amount of time between messages, which indicate
that the connection is alive. This value should be well below
the request timeout and socket option timeout.

Max Server
Sessions

number (default:
100)

Sets the maximum number of Fox/Foxs server connections be-
fore additional client connections error with busy.

Multicast Enabled true (default) or
false

Allows the station to initiate UDP (User Datagram Protocol)
multicasting. This feature is necessary for a discovery from this
station. This type of multicasting differs fromWorkbench UDP
mulitcast support, which can be optionally disabled via an en-
try in the Workbench host's system.properties file.

Enable
Announcement

true (default) or
false

Turns on support for UDP multicast announcement messages
received by the station in support of learn/discover.

Multicast Time to
Live

number (default: 4) Specifies the number of hops to make before a multicast mes-
sage expires.
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Type Value Description

Server
Connections

See Server Connections, page 65

Trace Session
States

true or false
(default)

Debug usage for tracing session state changes.

Trace Read Frame true or false
(default)

Debug usage for dumping frames being read from the wire.

Trace Write Frame true or false
(default)

Debug usage for dumping frames being written to the wire.

Trace Multicast true or false
(default)

Debug usage for tracing multicast messaging.

SSeerrvveerr CCoonnnneeccttiioonnss

These properties provide status information about current Workbench client connections to the local station.
They do not reflect station-to-station Fox connections. Each connection provides the same set of properties.

FFiigguurree 1133 Example of Server Connections properties

Property Value Description

State Not connected,
Connected

Reports the current status of the connection.

Last Connect Time hours, minutes,
seconds

Reports the last time the client successfully connected to the
server.

Last Disconnect
Time

hours, minutes,
seconds

Reports when the client last disconnected from the server.

Last Disconnect
Cause

text Provides a brief explanation.

Last Login Time hours, minutes,
seconds

Reports the last time a client logged in to the server.

Last Login Address IP address Identifies the platform.

Last Login
Username

text Identifies the user who made the connection.

Last Login App text Identifies the version of Workbench.

WWeebbSSeerrvviiccee

To view these properties, expand the SSeerrvviicceess container in the Nav tree, and right-click WWeebbSSeerrvviiccee→→VViieeww--
ss→→PPrrooppeerrttyy SShheeeett.
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FFiigguurree 1144 Example of WebService properties

Name Value Description

Status
[component]

text Read-only field. Indicates the condition of the component at
last polling.

• {ok} indicates that the component is polling successfully.

• {down} indicates that polling is unsuccessful, perhaps be-
cause of an incorrect property.

• {disabled} indicates that the Enable property is set to
false.

• fault indicates another problem.

Fault Cause text Read-only field. Indicates why the network, component, or ex-
tension is in fault.

Enabled true or false Activates and deactivates use of the function.

Http Port 80 (default) Specifies the port number for standard Http communication.

Http Enabled true (default) or
false

When set to true, turns on a standard Http connection (no
communication security) using port 80. When enabled, Fox
Enabled in the FoxServicemust also be set to true (for
wbapplet use).

When set to false, turns off the standard Http connection
causing the system to ignore any attempts to connect using
Http port 80. If Https Only is enabled, this setting (false for
Http Enabled) is irrelevant.

Https Port 443 (default) Specifies the port number for secure Http communication

Https Enabled true (default) or
false

When set to true, turns on secure Http communication using
port 443. When enabled, Foxs Enabled in the FoxService
must also be set to true (for webapplet use).
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Name Value Description

When set to false, turns off the secure Https connection
causing the system to ignore any attempts to connect using
Https port 443.

Https only true (default) or
false

When set to true redirects any attempt to connect using a
connection that is not secure (Http alone) to Https.

When set to false, does not redirect attempts to connect us-
ing Http alone.

Https Min Protocol drop-down list
TLSv1.0+
(default)
TLSv1.1+
TLSv1.2

The minimum level of the TLS (Transport Layer Security) proto-
col to which the server will accept negotiation. The default in-
cludes versions 1.0, 1.1 and 1.2. It works with most clients,
providing greater flexibility than an individual version.

During the handshake, the server and client agree on which
protocol to use.

Change PPrroottooccooll from the default if your network requires a
specific version or if a future vulnerability is found in one of the
versions.

Https Cert drop-down list of
server certificates;
defaults to
tridium

Specifies the alias of the host platform’s server certificate,
which the client uses to validate server authenticity. The de-
fault identifies a self-signed certificate that is automatically cre-
ated when you initially log in to the server. If other certificates
are in the host platform’s key store, you can select them from
the drop-down list.

X Frame Options

Login Template

Gzip Enabled true (default) or
false

Log File directory

Client
Environments

See Client Environments—Mobile, page 67

Show Stack Trace true or false
(default)

JettyWebServer

CClliieenntt EEnnvviirroonnmmeennttss——MMoobbiillee

The Client Environments container slot allows the station to automatically detect the user agent of an incom-
ing client and use the appropriate Web Profile for the user:

• Default Web Profile if using a Java-enabled device, such as a PC

• Mobile Web Profile if using a mobile device, such as a cell phone or tablet

Name Value Description

Enabled true or false Activates and deactivates use of the function.

Status
[component]

text Read-only field. Indicates the condition of the component at
last polling.
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Name Value Description

• {ok} indicates that the component is polling successfully.

• {down} indicates that polling is unsuccessful, perhaps be-
cause of an incorrect property.

• {disabled} indicates that the Enable property is set to
false.

• fault indicates another problem.

Fault Cause text Read-only field. Indicates why the network, component, or ex-
tension is in fault.

User Agent Pattern text separated by
the pipe symbol (|)

A list of one or more user agents separated by the pipe symbol
that identify the target display types.

JJeettttyyWWeebbSSeerrvveerr

Name Value Description

Server State

Min Threads 3 (default)

Max Threads 30 (default)

N C S A Log NCSA Request Log See N C S A Log, page 68

NN CC SS AA LLoogg

This is a common format of a standardized text file that web servers use to keep track of processed
requests.

Name Value Description

Enabled true or false Activates and deactivates use of the function.

Retain Days 7 (default) Limits the size of the log by defining how many days to save
log information.

Extended Format true (default) or
false

Log Cookies true or false
(default)

Log Time Zone list of time zones Identifies the time zone to use for time stamps.

WWiinnddoowwss

CCeerrttiiffiiccaattee SSiiggnniinngg wwiinnddooww

This window selects the root or intermediate certificate to be used for signing a client certificate. You access
this window by clicking TToooollss→→CCeerrttiiffiiccaattee SSiiggnneerr TTooooll.
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FFiigguurree 1155 Example of a Certificate Signing dialog box

Name Value Description

Select a certificate
signing request to
sign:

text This is the CSR you created.

Not Before date Specifies the date before which the certificate is not valid. This
date on a server certificate should not exceed the NNoott BBeeffoorree
date on the root CA certificate used to sign it.

Not After date Specifies the expiration date for the certificate. This date on a
server certificate should not exceed the NNoott AAfftteerr date on the
root CA certificate used to sign it.

CA Alias text This short name specifies the CA certificate whose private key
will be used to sign this certificate.

CA Password This is the password that protects the private key of the CA
certificate being used to sign this certificate.

EEddiitt hhiissttoorryy eexxppoorrtt wwiinnddooww

The Edit window shows the configuration properties of the history export descriptor, plus NNaammee, which is
equivalent to the right-click RReennaammee command on the descriptor. To access all properties, including all sta-
tus properties, view the AuditHistoryService property sheet.

NNiiaaggaarraaHHiissttoorryyEExxppoorrtt

The NNiiaaggaarraaHHiissttoorryyEExxppoorrtt line above the properties summarizes the properties.
Screen capture here

Property Value Description

Name Text string fol-
lowed by numbers

For a history originating in the local host station, the name be-
gins with Local_ . If Discovered for import, typically left at de-
fault. For a system history export, originating in the remote
station, the name begins with
NiagaraSystemHistoryExport.

Execution Time —
Manual

N/A Requires human intervention to initiate a history export or
import.

HistoryId Text in two parts:
/stationname/
historyname

Specifies the history name in the local station’s History space,
using two parts: “/<stationName>” and “/<history-
Name>”. If Discovered, station name is “^” (a character
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Property Value Description

representing the device name of the parent container) and his-
tory name reflects the source history name. Typically, you leave
both fields at default values, or edit the second (<history-
Name>) field only.

Execution Time —
Daily (default)

Time Of Day hours:
minutes:seconds
AM/PM timezone
Randomization
Days Of Week

Defines when the daily export or import automatically takes
place. The hours follow a 24–hour clock.

Execution Time —
Interval

Interval hours:mi-
nutes:seconds
Time Of Day
Days Of Week

Defines the amount of time between automatic exports or im-
ports. Hours may number in the thousands.

Enabled true or false Activates and deactivates use of the function.

GGeenneerraattee SSeellff--SSiiggnneedd CCeerrttiiffiiccaattee wwiinnddooww

This window defines the important information required to create a certificate. It appears when you click
NNeeww at the bottom of the UUsseerr KKeeyy SSttoorree tab.

FFiigguurree 1166 Default view of the Generate Self-Signed Certificate dialog box

You use this window to create your own certificates along with a key pair (public and private).

There is a limit of 64 characters for each of the following properties. Although blank fields are permitted, it is
recommended to correctly fill in all fields, as not doing so may generate errors, or cause third-party CAs to
reject your certificate. Spaces and periods are allowed. Enter full legal names.
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Name Value Description

Alias text A short name used to distinguish certificates from one another
in the KKeeyy SSttoorree. This property is required. It may identify the
type of certificate (root, intermediate, server), location or func-
tion. This name does not have to match when comparing the
server certificate with the CA certificate in the client’s Trust
Store.

Common Name
(CN)

text, required, al-
phanumeric; do
not use “*” or “?”
as part of the name

Also known as the Distinguished Name, this field should be
the host name. It appears as the Subject in the UUsseerr KKeeyy
SSttoorree.

Organizational Unit
(OU)

text The name of a department within the organization or a Doing-
Business-As (DBA entry). Frequently, this entry is listed as "IT",
"Web Security," "Secure Services Department" or left blank.

Organization (O) text The legally registered name of your company or organization.
Do not abbreviate this name. This property is required.

Locality (L) text The city in which the organization for which you are creating
the certificate is located. This is required only for organizations
registered at the local level. If you use it, do not abbreviate.

State/Province (ST) text The complete name of the state or province in which your or-
ganization is located. This property is optional.

Country Code (C) two-character ISO-
format country
code.

If you do not know your country's two-character code, check
www.countrycode.org. This property is required.

Not Before date Specifies the date before which the certificate is not valid. This
date on a server certificate should not exceed the NNoott BBeeffoorree
date on the root CA certificate used to sign it.

Not After date Specifies the expiration date for the certificate. This date on a
server certificate should not exceed the NNoott AAfftteerr date on the
root CA certificate used to sign it.

Key Size number Specifies the size of the keys in bits. Four key sizes are al-
lowed: 1024 bits, 2048 bits (this is the default), 3072 bits, and
4096 bits. Larger keys take longer to generate but offer great-
er security.

Certificate Usage: text Specifies the purpose of the certificate: server, client or CA
certificate. Other certificate management software utilities
may allow other usages.

Alternative Server
Name

text This property provides a name other than the Subject (Common
Name) that the system can use to connect to the server. Like
the Common Name, the system uses the Alternative Server
Name to validate the server certificate making it possible to
specify both an IP (Internet Protocol) and FQDN (Fully Quali-
fied Domain Name).

Email Address email address The contact address for this certificate. It may also be the ad-
dress to which your signed certificate (.pem file) will be sent.
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NNeeww ccaatteeggoorryy wwiinnddoowwss

Each category type (basic and tagged) has a version of the NNeeww category window. One of these windows
appears when you click the NNeeww button at the bottom of the CCaatteeggoorryy MMaannaaggeerr view and select the type
of category to create.

BBaassiicc ccaatteeggoorryy wwiinnddooww

FFiigguurree 1177 Creating basic categories

Property Value Description

Name text A name for the given category. This can be any name that de-
scribes how you are using the category.

Type Category or
Tagged Category

A basic Category is a name that is associated with individual
objects. A Tagged Category includes a NEQL query that re-
turns objects with tags that satisfy the query..

Index number A unique number for the category, as it is known to the
station.

AAddddiittiioonnaall TTaaggggeedd CCaatteeggoorryy pprrooppeerrttiieess

FFiigguurree 1188 Creating a tagged category
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Property Value Description

Tag Query Name text A descriptive name to represent the results of the search.

Tag Query NEQL A NEQL query. This property is required when Type is Tagged
Category.

NNeeww//EEddiitt rroolleess wwiinnddooww

This window creates and edits roles and permissions. You access it from the RRoollee MMaannaaggeerr view
(RoleService).

FFiigguurree 1199 Example of an Edit role dialog box

Property Value Description

Name text string Descriptive text that reflects the purpose of the entity or logi-
cal grouping.

Permissions check box and
chevron

Checking the AAllll PPoowweerrffuull UUsseerr (super user) check box sets
up a role that allows the user to access the entire station and
file system. To set individual permissions for a role, click the
chevron.

The box between The All Powerful User and the chevron dis-
plays all categories. Basic categories display by index number
(for example: 3=rwi). A vertical bar (|) separates tagged cate-
gories, which display by name (for example: Temp=rwiRWI;
Pressure=rwiRWI).

tags various Any tags associated with the object appear at the end of the
property sheet. The tag icon identifies them. The systems inte-
grator sets up tags to provide additional, searchable informa-
tion about the object.

PPllaattffoorrmm AAuutthheennttiiccaattiioonn wwiinnddooww

This window opens after a secure platform connection is made. Its purpose is to authenticate the platform
user.
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FFiigguurree 2200 Platform authentication window

Name Value Description

Name text The name may include your company network name (when
connecting to a Windows-based computer), the IP address of
the controller, or host name of the controller.

Scheme text This information identifies the authentication scheme used to
log on to a platform: HTTP-Basic, HTTP-Digest, or SCRAM-
SHA512.

Credentials—
Username

text This is where you enter the platform user name created when
the controller was commissioned. Access to this name is
through PPllaattffoorrmm AAddmmiinniissttrraattiioonn→→UUsseerr AAccccoouunnttss.

Credentials—
Password

text This is the password created when the controller was commis-
sioned. Access to this password is through PPllaattffoorrmm AAddmmiinniiss--
ttrraattiioonn→→UUsseerr AAccccoouunnttss.

Remember These
Credentials

check box Select this check box to have the system automatically fill in
the user name and password when you log on the next time.

PPllaattffoorrmm CCoonnnneecctt wwiinnddooww

This window opens when you open a platform (supervisor PC or controller).

FFiigguurree 2211 Platform connect window

Name Value Description

Type drop-down list Defaults to Platform TLS Connection.

Host (type) Defaults to IP.

IP address text This is where you enter the IP address or URL of the host
platform.

Port number The port for secure platform communication. Defaults to 5011.
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PPllaattffoorrmm TTLLSS sseettttiinnggss

This window sets up the platformtls (niagarad) properties that provide server authentication and encryption.
To access it, right-click PPllaattffoorrmm→→VViieewwss→→PPllaattffoorrmm AAddmmiinniissttrraattiioonn and double-click CChhaannggee SSSSLL
SSeettttiinnggss.

FFiigguurree 2222 Platform SSL Settings dialog box

Name Value Description

State Enabled or
Disabled

Defaults to Enabled.

Port number The port for secure communication. Defaults to 5011

Certificate drop-down list Provides a list of available certificate aliases. The tridium cer-
tificate is the default, self-signed certificate created when you
first accessed the platform.

Protocol drop-down list
TLSv1.0+
(default)
TLSv1.1+
TLSv1.2

The minimum level of the TLS (Transport Layer Security) proto-
col to which the server will accept negotiation. The default in-
cludes versions 1.0, 1.1 and 1.2. It works with most clients,
providing greater flexibility than an individual version.

During the handshake, the server and client agree on which
protocol to use.

Change PPrroottooccooll from the default if your network requires a
specific version or if a future vulnerability is found in one of the
versions.

PPeerrmmiissssiioonnss mmaapp

This window associates permissions with categories and permission levels. To access it, add or edit a role
and click the chevron next to the Permissions property.

August 18, 2015 75



Chapter 4 Reference Station Security Guide

FFiigguurree 2233 Permissions map

Column Value Description

Category table row User and Admin are default categories created by the NNeeww
SSttaattiioonn wizard. Each category occupies a single row in the Per-
missions map.

Operator permission level Provides a way to set access rights for components that are
configured with the operator permission level.

Permission level is set by the Operator config flag on the
component’s PPrrooppeerrttyy SShheeeett.

Admin permission level Indicates that the object may be read, written or an action in-
voked by only system users that have been granted admin
rights.

The Admin permission level is set by turning off the Operator
config flag on the component’s PPrrooppeerrttyy SShheeeett.

SSeessssiioonn IInnffoo wwiinnddooww

The SSeessssiioonn IInnffoo window reports the security status of the current communication session. You view this

window by right-clicking the Session Info icon ( )

FFiigguurree 2244 Example of Session Info when using a self-signed certificate
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Screen element Value Description

Connection Identifies the user account that is logged in to the station.

Hostname Identifies the host name of the server.

or
Identity verification Reports on the attempt to verify the authenticity of the server.

A green shield indicates that a root CA certificate in the client’s
Trust Store verified the authenticity of the server certificate.

A red shield indicates that the client system found no matching
root CA certificate in a TTrruusstt SSttoorree with which to verify the
server certificate.

Clicking Certificate Information displays the certificate.

or
Encryption Describes the Foxs session encryption strength.

A green shield indicates that the transmission is encrypted.

A red shield indicates that the transmission is not encrypted.

Time Logs when the Foxs session began.

SSttaattiioonn AAuutthheennttiiccaattiioonn wwiinnddooww

This window opens after a secure station connection is made. Its purpose is to authenticate the station user.

FFiigguurree 2255 Station Authentication window

Name Value Description

Name text The station name, which, for a controller, is usually its IP
address.

Scheme text This information identifies the authentication scheme used to
log on to this station. The scheme used depends upon the
user. Configuration is through the UserService.

Credentials—
Username

text This is where you enter your station user name.
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Name Value Description

Credentials—
Password

text This is your platform password, which is the same as your per-
sonal station password.

Remember These
Credentials

check box Select this check box to have the system automatically fill in
the user name and password when you log on the next time.

SSttaattiioonn CCoonnnneecctt wwiinnddooww

This window opens when you open a station.

FFiigguurree 2266 Station Connect window

Name Value Description

Type drop-down list Defaults to Station TLS Connection.

Host (type) Defaults to IP.

IP address text This is where you enter the IP address or URL of the host
platform.

Port number The port for secure station (foxs) communication. Defaults to
4911.

PPlluuggiinnss ((vviieewwss))

Plugins provide views of components and can be accessed in many ways. For example, double-click a com-
ponent in the Nav tree to see its default view. In addition, you can right-click on a component and select
from its VViieewwss menu.

For summary documentation on any view, select HHeellpp→→OOnn VViieeww (FF11) from the menu or press FF11 while the
view is open.

CCaatteeggoorryy BBrroowwsseerr

This view is the default view of the station’s CategoryService, and typically where you spend most of your
time assigning categories to components after initially creating the categories.
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FFiigguurree 2277 Category Browser

There is no need to define component-to-category associations for Tagged Categories, so each Tagged Cat-
egory column is grayed out and cannot be edited in the CCaatteeggoorryy BBrroowwsseerr. Any component with a tag that
satisfies the NEQL query is visible in the CCaatteeggoorryy BBrroowwsseerr.

CCoolluummnnss

Column Value Description

Inherit check mark or
blank

A check mark indicates that the object inherits the category
from its parent in the table.

User Category 1 All system objects except for those listed as assigned to Ad-
min are assigned to this category.

Admin Category 2
These objects default to the Admin category:

• The configuration services: UserService, CategorySer-
vice, and ProgramService

• All files (the entire file space)

Categories 3–10 bold bullet, grayed
out bullet, or blank

Objects with a bold bullet have tags that satisfy a tagged
category.

A bold bullet indicates that the object is assigned to the
category.

A grayed out bullet indicates inheritance.

Blank indicates that the category has not been assigned.

CCaatteeggoorryy MMaannaaggeerr

CCaatteeggoorryy MMaannaaggeerr view provides the mechanism used to create, rename, and delete the groups that the
security model uses to control access to the objects in a station. Once you create categories, you use the
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CCaatteeggoorryy BBrroowwsseerr view to centrally assign system objects to them. Or, at the individual component level,
you use a component’s CCaatteeggoorryy SShheeeett view to assign it to categories.

FFiigguurree 2288 Category Manager with tagged category, Temperature Points as Category 3

Column Value Description

Name text string Descriptive text that reflects the purpose of the entity or logi-
cal grouping.

Type Category or
Tagged Category

A basic Category is a name that is associated with individual
objects. A Tagged Category includes a NEQL query that re-
turns objects with tags that satisfy the query..

Index number A unique number for the category, as it is known to the
station.

Status
[component]

text Read-only field. Indicates the condition of the component at
last polling.

• {ok} indicates that the component is polling successfully.

• {down} indicates that polling is unsuccessful, perhaps be-
cause of an incorrect property.

• {disabled} indicates that the Enable property is set to
false.

• fault indicates another problem.

Fault Cause text Read-only field. Indicates why the network, component, or ex-
tension is in fault.

Tag Query Name text A descriptive name to represent the results of the search.

Tag Query NEQL A NEQL query. This property is required when Type is Tagged
Category.

CCaatteeggoorryy SShheeeett

In the CCaatteeggoorryy SShheeeett, the component from which you accessed this sheet must be assigned to at least one
category, or must inherit the category(ies) to which it belongs from its parent.
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FFiigguurree 2299 Category Sheet

Option/button Value Description

Categories text Provides one table row for each category name.

Inherit toggle A check mark indicates that the component belongs to the
same categories as its parent component. No check mark al-
lows you to make explicit category assignments for this
component.

Select All button Effective if Inherit is cleared, clicking this button assigns this
component to all categories in this station.

Deselect All button Effective if Inherit is cleared, clicking this button removes
this component from all categories.

CategoryService button Opens the CCaatteeggoorryy BBrroowwsseerr.

Refresh button Re-displays the CCaatteeggoorryy SShheeeett.

Save button Records the changes made.

PPeerrmmiissssiioonnss BBrroowwsseerr

This view allows you to quickly review the objects that someone assigned to a given role has the right to ac-
cess and the action rights granted. You access this view by right-clicking RoleService in the Nav tree and
clicking VViieewwss→→PPeerrmmiissssiioonnss BBrroowwsseerr.
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FFiigguurree 3300 Permissions Browser view

Columns represent individual roles defined in the station.

Column Value Description

First column Nav tree for sta-
tion Config, Files
and History

Each Nav tree node occupies a row in the table. This expand-
able tree lets you navigate to objects of interest to review cur-
rent permissions.

Admin permissionsR =
readW = writeI =
invoke actionad-
min level permis-
sions appear in
upper case.

Reports the rights assigned to the admin role. As this is a
super user, admin has rights to read, write and invoke an ac-
tion for all objects.

user permissionsr =
readw = writei = in-
voke actionopera-
tor permissions
appear in lower
case.

Reports the rights assigned to the user role. The default is no
rights assigned.

Row coloring in the PPeerrmmiissssiioonnss BBrroowwsseerr provides the same data as in the CCaatteeggoorryy BBrroowwsseerr, where:

• Yellow rows are objects explicitly assigned to one or more categories.

• Dimmed rows represent objects that inherit their parent’s category or categories.

Double-clicking on any column opens the user’s permissions map.

CCeerrttiiffiiccaattee MMaannaaggeemmeenntt vviieeww

The Certificate Management view allows you to create digital certificates and Certificate Signing Requests
(CSRs). You also use this view to import and export keys and certificates to and from the Workbench, plat-
form and station stores.

You use this view to manage PKI (Public Key Infrastructure) and self-signed digital certificates to secure com-
munication within a Niagara network. Certificates secure TLS connections to this host.
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UUsseerr KKeeyy SSttoorree ttaabb

The UUsseerr KKeeyy SSttoorreess contain server certificates and self-signed certificates with their matching keys. Each
certificate has a pair of unique private and public encryption keys for each platform. A UUsseerr KKeeyy SSttoorree sup-
ports the server side of the relationship by sending one of its signed server certificates in response to a client
(Workbench, platform or station) request to connect.

If there are no certificates in a UUsseerr KKeeyy SSttoorree when the server starts, such as when booting a new platform
or station, the platform or station creates a default, self-signed certificate. This certificate must be approved
as an allowed host. This is why you often see the certificate popup when opening a platform or station.

Default self-signed certificates have the same name in each UUsseerr KKeeyy SSttoorree (tridium), however, each cer-
tificate is unique for each instance.

Clicking the NNeeww and IImmppoorrtt buttons also adds certificates to the UUsseerr KKeeyy SSttoorree.

FFiigguurree 3311 Example of a Key Store

Name Value Description

Alias text A short name used to distinguish certificates from one another
in the KKeeyy SSttoorree. This property is required. It may identify the
type of certificate (root, intermediate, server), location or func-
tion. This name does not have to match when comparing the
server certificate with the CA certificate in the client’s Trust
Store.

Issued By text Identifies the entity that signed the certificate.

Subject text Specifies the Distinguished Name, the name of the company
that owns the certificate.

Not Before date Specifies the date before which the certificate is not valid. This
date on a server certificate should not exceed the NNoott BBeeffoorree
date on the root CA certificate used to sign it.

Not After date Specifies the expiration date for the certificate. This date on a
server certificate should not exceed the NNoott AAfftteerr date on the
root CA certificate used to sign it.

Key Algorithm text Refers to the cryptographic formula used to calculate the cer-
tificate keys.
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Name Value Description

Key Size number Specifies the size of the keys in bits. Four key sizes are al-
lowed: 1024 bits, 2048 bits (this is the default), 3072 bits, and
4096 bits. Larger keys take longer to generate but offer great-
er security.

Signature
Algorithm

formula text Specifies the cryptographic formula used to sign the
certificate.

Signature Size KB Specifies the size of the signature.

Valid Specifies certificate dates.

Self Signed text Read-only. Indicates that the certificate was signed with its
own private key.

UUsseerr KKeeyy SSttoorree bbuuttttoonnss

Name Value Description

View button Displays details for the selected item

New button Opens the window used to create the entity you are working
on.

Cert Request button Opens a CCeerrttiiffiiccaattee RReeqquueesstt window, which is used to create
a Certificate Signing Request (CSR).

Delete button Removes the selected record from the database.

Import button Adds an imported item to the database.

Export button Saves a copy of the selected record to the hard disk. For certif-
icates, the file extension is .pem.

Reset button Deletes all certificates in the UUsseerr KKeeyy SSttoorree and creates a
new default certificate. It does not matter which certificate is
selected when you click RReesseett.

CCAAUUTTIIOONN::

Do not reset without considering the consequences. The RRee--
sseett button facilitates creating a new key pair (private and pub-
lic keys) for the entity, but may disable connections if valid
certificates are already in use. Export all certificates before
you reset.

TTrruusstt SSttoorree ttaabbss

The TTrruusstt SSttoorreess contain signed and trusted root certificates with their public keys. These stores contain no
private keys. ATTrruusstt SSttoorree supports the client side of the relationship by using its root CA certificates to
verify the signatures of the certificates it receives from each server. If a client cannot validate a server certifi-
cate’s signature, an error message allows you to approve or reject a security exemption (on the AAlllloowweedd
HHoossttss tab).

The SSyysstteemm TTrruusstt SSttoorreess contain installed signed certificates by trusted entities (CA authorities) recognized
by the Java Runtime Engine (JRE) of the currently opened platform. The UUsseerr TTrruusstt SSttoorreess contain installed
signed certificates by trusted entities that you have imported (your own certificates).
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Only certificates with public keys are stored in the TTrruusstt SSttoorreess. The majority of certificates in the SSyysstteemm
TTrruusstt SSttoorree come from the JRE. You add your own certificates to a UUsseerr TTrruusstt SSttoorree by importing them.

Feel free to pass out such root certificates to your team; share them with your customers; make sure that
any client that needs to connect to one of your servers has the server’s root certificate in its client TTrruusstt
SSttoorree.

FFiigguurree 3322 Example of a Trust Store

TTrruusstt SSttoorree ccoolluummnnss

Name Value Description

Alias text A short name used to distinguish certificates from one another
in the KKeeyy SSttoorree. This property is required. It may identify the
type of certificate (root, intermediate, server), location or func-
tion. This name does not have to match when comparing the
server certificate with the CA certificate in the client’s Trust
Store.

Issued By text Identifies the entity that signed the certificate.

Subject text Specifies the Distinguished Name, the name of the company
that owns the certificate.

Not Before date Specifies the date before which the certificate is not valid. This
date on a server certificate should not exceed the NNoott BBeeffoorree
date on the root CA certificate used to sign it.

Not After date Specifies the expiration date for the certificate. This date on a
server certificate should not exceed the NNoott AAfftteerr date on the
root CA certificate used to sign it.

Key Algorithm text Refers to the cryptographic formula used to calculate the cer-
tificate keys.

Key Size number Specifies the size of the keys in bits. Four key sizes are al-
lowed: 1024 bits, 2048 bits (this is the default), 3072 bits, and
4096 bits. Larger keys take longer to generate but offer great-
er security.

Signature
Algorithm

formula text Specifies the cryptographic formula used to sign the
certificate.
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Name Value Description

Signature Size KB Specifies the size of the signature.

Valid Specifies certificate dates.

Self Signed text Read-only. Indicates that the certificate was signed with its
own private key.

TTrruusstt SSttoorree bbuuttttoonnss

Name Value Description

View button Displays details for the selected item

Delete button Removes the selected record from the database.

Import button Adds an imported item to the database.

Export button Saves a copy of the selected record to the hard disk. For certif-
icates, the file extension is .pem.

AAlllloowweedd HHoossttss ttaabb

The AAlllloowweedd HHoossttss tab contains security exemptions for the currently open platform. These are the certifi-
cates (signed or self-signed) received by a client from a server (host) that could not be validated against a
root CA certificate in a client TTrruusstt SSttoorree. Whether you approve or reject the certificate, the system lists it in
the AAlllloowweedd HHoossttss list.

To be authentic, a root CA certificate in the client’s SSyysstteemm or UUsseerr TTrruusstt SSttoorree must be able to validate
the server certificate’s signature, and the Subject of the root CA certificate must be the same as the Is-
suer of the server certificate.

Allowing exemptions makes it possible for a human operator to override the lack of trust between a server
and client when the human user knows the server can be trusted.

If this is aWorkbench to station connection, the system prompts you to approve the host exemption. Work-
bench challenges server identity at connection for unapproved hosts and, unless specific permission is
granted, prohibits communication. Once permission is granted, future communication occurs automatically
(you still have to log in). Both approved and unapproved hosts remain in this list until deleted.

If this is a station to station connection, and there is a problem with the certificates, the connection fails si-
lently. There is no prompt to approve the host exemption. However, the last failure cause in the station (ex-
pand the station CClliieennttCCoonnnneeccttiioonn under NNiiaaggaarraaNNeettwwoorrkk) reports the problem.

The approved host exemption in the AAlllloowweedd HHoossttss list is only valid when a client connects to the server us-
ing the IP address or domain name that was used when the system originally created the exemption. If you
use a different IP address or domain name to connect to the server, you will need to approve an updated
exemption. The same is true if a new self-signed certificate is generated on the host.
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AAlllloowweedd HHoossttss ccoolluummnnss

FFiigguurree 3333 Example of an Allowed Hosts list

Name Value Description

Host text Specifies the server, usually an IP address.

Subject text Specifies the Distinguished Name, the name of the company
that owns the certificate.

Approval Yes or No Specifies the servers within the network to which the a client
may connect. If approval is set to no, the system does not al-
low the client to connect.

Created date Identifies the date the record was created.

Issued By text Identifies the entity that signed the certificate.

Not Before date Specifies the date before which the certificate is not valid. This
date on a server certificate should not exceed the NNoott BBeeffoorree
date on the root CA certificate used to sign it.

Not After date Specifies the expiration date for the certificate. This date on a
server certificate should not exceed the NNoott AAfftteerr date on the
root CA certificate used to sign it.

Key Algorithm text Refers to the cryptographic formula used to calculate the cer-
tificate keys.

Key Size number Specifies the size of the keys in bits. Four key sizes are al-
lowed: 1024 bits, 2048 bits (this is the default), 3072 bits, and
4096 bits. Larger keys take longer to generate but offer great-
er security.

Signature
Algorithm

formula text Specifies the cryptographic formula used to sign the
certificate.

Signature Size KB Specifies the size of the signature.

Valid Specifies certificate dates.
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AAlllloowweedd HHoossttss bbuuttttoonnss

Name Value Description

View button Displays details for the selected item

Approve Yes or No Designates the server as an allowed host.

Unapprove Yes or No Does not allow connection to this server host. The system ter-
minates any attempted communication.
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GGlloossssaarryy
certificate A PKI (Public Key Certificate) or digital certificate is an electronic document

used to prove ownership of a public key. The certificate includes information
about the key, the identity of its owner, and the digital signature of an entity
that verified the validity of the certificate’s contents. If the signature is valid,
and the client can trust the signer, the client can be confident that it can use
the public key contained in the certificate to communicate with the server.

Certificate Authority
(CA)

An entity that issues the digital certificates used to certify the ownership of a
public key by the named subject of the certificate. This allows system users to
rely upon signatures or assertions made by the private key that corresponds to
the certified public key. In this relationship model, the party that relies on the
certificate trusts that the subject (owner) of the certificate is authentic because
of the relationship of both parties to the CA.

chain of trust Also called a web of trust, certification path, or trusted certificate tree is an ap-
proach to server verification that uses a self-signed certificate owned by a CA
(Certificate Authority) to begin the authorized relationships. The private key of
this root CA certificate signs a company’s server certificate(s). Intermediate cer-
tificates may be used to further isolate relationships, such as by geographic lo-
cation or corporate division.

key A digital key is a very large, difficult-to-predict number surrounded by a certifi-
cate. Keys serve these purposes: 1) The public key of a root CA certificate in a
client’s SSyysstteemm or UUsseerr TTrruusstt SSttoorree verifies the authenticity of each server. 2)
The private key of a trusted root CA certificate may sign other certificates. 3)
After server authentication, matching public and private keys encrypt and de-
crypt data transmission.

NEQL Niagara Entity Query Language provides a simple mechanism for querying ob-
jects with tags. Whereas BQL supports the tree semantics and pathing of
Workbench component space (for example parent.parent) and BFormat opera-
tions, NEQL queries only for tags using theNiagara 4 tagable and entity APIs.

object An object is the base class required for all system entities that conform to the
baja model. Objects group information used to construct a model that includes
building devices, virtual devices, individual points, users, system features and
services. Objects appear in the Nav tree as files, modules, installers, adminis-
trators, copiers, drivers and apps. Metadata associated with objects, including
categories, roles (permissions), and hierarchies, provide access control and
configuration options to manage automated buildings efficiently.

permission The right to access a component slot, folder, file or history. Three rights may be
granted: the right to read information provided by the object, the right to write
(change) the object, and the right to invoke an action on the object. Rights are
granted using the RRoollee MMaannaaggeerr’s permissions map. Permissions are applied
to users by assigning each user a role. A super user is automatically granted
every permission in every category for every object.

permission level A slot config flag that indicates who is allowed to access the slot. When un-
checked (the default) at least admin-Read (R) permission is required (as defined
in the RRoollee MMaannaaggeerr’s permissions map). When checked a user with a mini-
mum of operator-read permission (r) may access the slot.

role A logical grouping that is assigned as metadata to system users (human and
machine) for security purposes. For example, roles may be used to group users
as administrators (admin), regular users (user), and operators (operator).
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Roles speed the management of permissions for a large number of users. The
permissions of a group of users that share the same role can be updated by
changing the role’s permissions instead of updating each user’s permissions
individually.

You manage roles using the RoleService.

signature A digital signature combines a unique hash that is created using a crypto-
graphic algorithm (such as SHA-512) with a public key. This is done by using a
matching private key to encrypt the hash. The resulting signature is unique to
both the certificate and the user. Finally, the signing process embeds the digital
signature in the certificate.

user permission See permission.
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